#BE (MiCA) MEFT/E=IRSSIRMHAE (CASP) BERiEAIEE

Germany MiCA Crypto-Asset Service Provider (CASP) Licensing Guide

IEBBRMR: EEMNZRE T IRSIRMRSEER — Germany Crypto-Asset Service Provider (CASP) License

WSEHESR: Regulation (EU) 2023/1114 on Markets in Crypto-Assets (MiCA) + {EEZA#SZHEER

FTEVENN: EERTLRMSER BaFin (Bundesanstalt fiir Finanzdienstleistungsaufsicht)

IRE®: —HBKME (F8) BRAR
AXH {ZHKE (F#8) BRAE ME, HH BLk (BFE) WSEE ZEETIHEE,
BEATFIHRI7EEREI]I MiCA-CASP X1k, HimTirBRHNFITERTSE/EEA 30 BIRUHMTER. SRNE. KENAER Web3/RWA TiH
5, BF:

o RERIIBUHESTEIRE;

o 5BK [ RANDBEE CASP HE;

« Xi#E fEE BaFin FRIEMEL ABREZIE;

o RITEE CASP + HFREBEMER + RIMNEW "B EKENH /o

U TRE T HE KM LA B R EE BaFin &HTE R AEM, FEE (MBHA~WH%EHA (MICA, Regulation (EU)
2023/1114) ) 5 (EFIZEFESHI (DORA, Regulation (EU) 2022/2554)) FEMHITRAAMIESEH. XFMEEKA"
“BATARERN", BHECEKMAIBIRE. AXEREBILI. RARKKRSEM / BHit /| SAFRDREGER, FRER
FRRGERER, BEFRUREREMKREE BaFin B XA,

#1152 | 2i0: =E MICA-CASP L EIEZR ST H E1i

(#2E Germany (MiCA) IEH~RSSRMEE (CASP) RIS EMIER)
FXH ZHRKE (FE) BRAR ME, HlH FELk (FE) LSFBPRUTVIRE

—. MHLEREEMA"EE MiCA-CASP 15iG?

RREE (MNZZEF~H1HRE)) (Regulation (EU) 2023/1114, “MICA") B 2024 FEEDMEBER, HPS5 MBA=IRSRME (CASP) XK
™, B 2024 FRESEER, RREAIRERK 18 MNATERH.

MWEREXRE, FrEMREMREEEANZRE—IB MICA;
ENESIRERE, TREENMHHNXE. BXFE. MaER2RRE,
« MiCA: BHIRKL;
« BaFin: £iiE& "B Lir—E",

BEZFAIUVESRERE M RESRR1ERE, REXEH:

1. EERKEREENEMEEZ—
o RITIANESF I IS EEFEIRE™E, BaFin X ICT. £E. NNEE. BELEWEHEKPLNELN,
o 7£ MICA Z &I, BEBLEY (EEIRITE (KWG)) 3§ MEREISE (Kryptoverwahrgeschift) MWAERIARSSIESRN, H
BaFin X E, EMNSRERMEZERE WANBRITEHNERZ—,
2. BFRE AN EE T FI9KE"
o BaFin KEIERZ M ENMESTEIE BAIT (Bankaufsichtliche Anforderungen an die IT). MaRisk. UUXII7EH9 DORA
(Regulation (EU) 2022/2554) < ICT FIXSEEMTE,
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o MICA L£/5, BaFin REASZEXLEARERMIANER"F15"E] CASP & £, 3F ICT. DORA &/, HEZR 2. INEEEER
HIRSRITRANIER,
3. BEIAEME "SI + SIARE"NAS
o 7£ MIiCA HEZE T2 ZI1EE CASP 28R, FiEd BRI (passporting) MEM 26 MREAKEER 3 1 EEA E@IREL, EH
REREREFEEEL, ERFLHEERBEMMNEX,

Fit, FiEFEAZEEEIE MICA X, MIIATE:
“EEZSHTA + MICA £ + BaFin liE L + DORA/BAIT HFRXXEK"

FERIEF—BET LA AT {8E MiCA-CASP IHEHE,

—. {E[E MiCA-CASP By EM 5 ME 4R
1. BREEME: MiCA WERLEN

MiCA HIEXX£& A
Regulation (EU) 2023/1114 on Markets in Crypto-Assets, EF ER3E# (Regulation), X£IMRAEEEER, TEHETAM
WILEEK,

5 CASP ZIMEXIE N T EEE:

« Title II — Crypto-asset service providers (CASPs)

o X RN, HARKM. BFER, KETHAN. EFASRP. MG, ICT. HREHE, HiHEH SRESG—EKR,
o ZXOPTMBHEFRS"HEN, E:

o ESEEITE

o KREFHITITER

o IBEMBERSRXZTE

o HESEEMER

o RIRNMBHEF=5EMEMIMNB RS

o KEHRFEE

o MIMBR-RELRENE

£ MICA 1E2R°F, FRE7ERRERR M LRARSS BN, EBLENS CASP #11, FHAF RENREE",
2. fSEIE@E: MiCA Z ERY™INES"”
B MICA EfER, BEERET:

o BN (EERITE (KWG)) RBXMBEZEM,;
o BE%I MEBHE (Kryptoverwahrgeschift), IZERXZFEE. MEBEEHEUELR, kA MICA KR H;
o £ ICT MMEIE L, 381 BAIT. MaRisk 5 DORA BXEf, FZR—ELbE4E MICA B "4F)"MWISE T A,

KRR Z:

EHMEXRTE" S CASP, EEERBEN;
E{EEI 51889 CASP, MEIHMERBEZFER 2 BTWEH".

3. KEX(K: BaFin 5ER{THST

« BaFin (Bundesanstalt fiir Finanzdienstleistungsaufsicht) :

ARERMVZN. FEEE. FNE. HUERLTT, & MICA-CASP Bt EIZFEVIX,
o EEEFBIRTIT (Bundesbank):

FEEEMNHEENZNRAASEBLESEE.

FF MICA-CASP MBS, R/ FFRBENRE N REBA LU RIBE N
“—A A IR E AN EIEE SiE4E T Y S E N 9—BaFin”,
=. W EERIE MiICA-CASP [2E8?
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1. it % RRERN BB SHR

MRFNBMEFEUTE—IR, FEENEFR EERESMUEENEINRBERR, EAEEN CASP SEH:

1. MBEF~ZSFEE (Centralised Exchange / CEX)
o ABFEREMEBERF-SMERS. MBEEFSEMHESE,
o HERBFAF (LILRAREERAEE).
2. RER®E | HERS (Custody / Wallet-as-a-Service)
o KREBFREA,
o REREAHROEE. HESIERS
3. NEHH & 242 (Broker / OTC Desk)
o EINEFITE, BAXSAMIRMERMES TE,;
o ABFPEREFMITIHINARRS (0TC),
4. BEEHE [ RWA [ SR
o LUMBHRFHARUEF IR, REENEERS
o ABPMEINZEZFHEHURENE R/ L SR,
5. s, mzhiiR{E (Market Maker / Liquidity Provider)
o HEEKF ATARMRE,
o SEPWMFARR.

REBANHIEXFEE RERE. B, AT, . BiUSXHEE, ERHRFH CASP FEEN

2. “TRRR"RAREW?
EEE, BRI BMERR. THERBE MiCA-CASP 2R WIERIFEHER, Flin:

o i RIZHE (Tech Vendor)

IR SDK. TimfRS, TEHEAMNEZREF. TMEREFA
o §EEBIRSR. MIETA

QW EMZUISENITIRM SaaS RS, FEEFFEFNZZHIT.

{E—BHM:

o REEAKPARIRER;
o RETLABRA SHLERR K/ 1R IR
o MMBEITRERITRIRS;

MAEREERT, KEIFBTZIUNNIREEIN ERIRSER, BT,

M. {%EE MiCA-CASP BIEBREN: =il vs SINME
1. SEMEGHRI TR AL

BT —TEESHME R MICA BRMEEMN ((NALESHR):

« {£[EF (BaFin):
o MEE: Kk kkk
o BARER: %kk*kx* (BAIT + DORA + DevSecOps #£H)
o HEHMF (RFI) FFUE: ok kkk
o BEREEE: dkkkxk
o 3IM% (Bol):
o M. Jkkvc (BEF VASP/EMI £fit)
HEREMEXIR, X475 HBEH,
+ SHEfth (MFSA):
o 7E VFA % MiCA Il iBHERES,;
o XNAIEA IT thIREM, ERENEILEE"RF
o BUF), BE. FHZE:
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o BEEBRATHMBEERR;
o MiCA HEZR FRISSHEER BB E 5,

SIRIREEIRABATR

“ERGREEN, EKRASBSHEEIATE RIK H MICA-CASP h#5, "
B2, &
2. EEIEREEHRIF?

ERL—mMNELE:
IERTE{EERIF MiCA-CASP HEE, —RELRSUTHFM:

[

BOBEEESRANNEEZ—,

. BE—EHERNNE / $RlE (RABERAZR);

. BESIRE BN S REERESSREERE (LHRZ MLRO. CRO. CTO);
. EECW B EAE, MARREIEENEL;

. EEYTF 100-150 AR LRSS RATE (2 A1),

5. B KAEREE (LHRZ DACH X) FHBVAIES, MAR "EEHME",

A W N =

MRIRELE “BEIAIRE, FEAR, FAPMLRRA" MR, BACHBKMSEEFMERIN:
FEMILMESE. K=, SEf. BMAHEFERFHNERANF.

A. MiCA. DORA S5{EEZsHHIERIE MR
1. MiCA B HER": EHEM + BAM

MiCA 3t CASP FYZESR AT LABEIE /9 :

1. HMEmE
o EH A (Fit & Proper)
o REAXESMEIRME
o BAMRYAIBLEMS =&ML (LS. XK/EM. WEEIT)
2. VSSEm
o IRSBIESCEEIEMT (HILE CASP ARSS)
o BP&AFI®E (Safeguarding)
o M hREE
o BRESEEHE
o KIRAMESHERE R
3. RS &HMET
o AML/CFT %IE (#hARREE AML Z244)
o NILEIEMEZE (RMF)
o SMIMEBESE=ANKERE
o BEELMSEAMR

2. DORA B HEMER": &RTIS— ICT ing

DORA (Regulation (EU) 2022/2554 on Digital Operational Resilience for the Financial Sector) ZEX£&RiT A ICT KELE
Bg—MNl, % CASP 7EARI MiCA SLIERIFEER.

EEXK:

o I ICT RISEIIESE;

o BARICT iR, RESRE,;

o FH1T RBMIREDRYEREM (40 TIBER-EU) ;
. BB $=7F ICT 1B R,
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£fE8E, XEERZS BAIT (IT HEER). MaRisk (REEEBRMEITME) SN, EEMENAGEN. R’ REFELIM—FF
BRI RITR " 18

3. EEZs##F5E: BAIT / MaRisk /| KWG #h3&

o BAIT. #IRITHIERRSMAN IT EERMEER, B IT HR, EE%2. B4, BNEE. IT #HYHEES,
+ MaRisk: REEERMEITE, BERIGTLENEERERSAEBERER.
« KWG: RITE, BNERE. RENERZRSMANERHIRS.

MICA R2—M#&", EESEXMME LnE:

IT Z2ETN + KEBESR + (AATREERISE,

N DIENEFSHRERR (B5hR)
HANTRAEEAETRA, KEAA— BRNHEMES, SEESRRRAE:
0-3 1B: BIMBTESEmIEH

o RERTLUEES MICA Eith;

o PRMRRZREGM). BEEAMMR. ZOEERE (CEO/CTO/MLRO/CRO);
o MEBEIR ST CASP BRE 5,

o MEBBRREME R+ U5 + X,

3-9 1A XIS RFERE

o SERATE (3 SPV) 183 5AMEFLRRHE;

o BEHWIIZORSE (BE. X5. NiE. 5#5%. BEHI);
o YREILE MICA Bi5EXf + DORA/BAIT XA f4;

o« ERAABESEEXH (AML, KIEEE. SME. RIFLES),

9-18 1" A: BaFin #Z. RFI. @Ei% (Hearing)

o ERRXHIF,

o BT RFI (MEWME);

o —E %Y BaFin @ik (EFE=. MLRO. CTO. CRO S5IFi5);
o« BITERIWERRGS XM,

18-24 1 A: FMEEEEESIFRHRIE

o EE|{EE CASP #B1Y;
o ¥ MiCA-CASP h&HRiFERZE H1th EU/EEA;
o HANESUEME (EERE. MPRE. 35530,

XN EMERED B EERIVERER. ERfiRETRAR RFI B5%, BERMHS#H—PHK,

. Fi5/ 17 EEMTR (RELIERR)
HT RGN ER—AEHVER TS E ARG, AEERMERRIROUENINFLT 17 155, BOAKIT (5):

1. Bit5REIER (5)
2. {8[E MICA-CASP h#HRKE, EA S5 Lg%
3. RBEEFREGITSRA/ES/EEEE AL (Fit & Proper)
4. BEE. MSMUNEHETME (& 2-3 FEERE)
5. W SR 5EE BB RIFH Business Plan 5%
6. BARZEM, $REITES DORA/BAIT & (ICT 1E32)
7. BPAFIRE (Safeguarding) SiR1TIKF/BETHE
8. AML/KYC/KYT AR 55 NI EEREE
9. MEEE=AR: BARS. KYC HEE. HRRSH
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10. RIS =EME%: EER. NRERR. APHIHLT

11. RIEMAZTIR: BEh. MESERS BaFin RET &

12. 5 BaFin i5E#MF (RFD) EREMSEZESRE (FAQ £1: QL. Q2..)
13. fE[E BaFin % (Hearing) &S 200+ RZBIEIFAR

14. FHREENIFEESH: |RE. Fit. WIRESTEERE

15. 8 versus Hfth MiCA BRIV RIENTLL 5 ZhEBRHE/F

16. ENMERE (XZFA. ®E. RWA. #HE) SHUEGISH

17. {ZHBKHE ERIE AR IR S EEERIR B 5

I\, BENG: G EEXZRAEFE
AR CERE AR, AR ERET LN L

1. MiCA B4i—i##l, BEEEH K HEMER":
o WMERIF™IE. 2. AIEHIT. ARKIE;
o %38 DORA. BAIT. MaRisk —f2HI#HKE R,
2. {£E MICA-CASP 2 ik BRI H " &Y.
o BEEAE—TEHRE. EEERE KRN,
o FNE 5EYEER AL,
3. (B—Bif FERXE UES, (FHSREMBEETLTRE:
o MELHENEMKBEER. KE. FREH, MERRE PR,
o XMERITEME. BENMSE. VIHBWEFEREE, B'EEKE"

HER:
AEHR (EE Germany (MICA) MBETZIRSIZEE (CASP) MERBHIEIMERE (RELENR)) B 1 ERBRNE,
FIXATHCHEKBEEEREIHAE, R CHEKE (F8) BRAE BE,

58 2 & | {£E MICA-CASP hmaaesy, SR E 5 MR AR

&3 ZHRKHE (FE) BRAE ME, Hl ELk (FE) LSFBPRUTVIRE

EERRAMIRE TEEE B —M CASP HiR? ”

“HE SIRAFEML CASP ¥rA]?

“RENZILERIF S LR HEFE—TER? 7

“{£[E BaFin X[ CASP #XBHARIF? ”

FESEXPTE ST &4 0-2 MALBREME Fikx5E, BREBENISRPIREESR 6-12 ™A,

—. MiCA BBEf RERY CASP 10 XI5 (BRME%E—ing)

1R{E MICA 5=4§ (Title II — Crypto-asset service providers) , CASP BRSZ#%143 79 10 K#H, TiCHEMNEXREIE CASP (EE. 3 E
f. BiFl, M%), PEEL—H
{ZAKBEEERIE MICA XX + 13[E BaFin 55, BEHEIEMNT:

(1) BSEZEEFIT®E (Reception and Transmission of Orders)
LR

o 4242 (Broker)
o BB ELEMBETHNER
- BREMRZFR/LP TE

BTRERESERERN CASP X3,

(2) RERZFHITITE (Execution of Orders on Behalf of Clients)
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AN
o RETE. XBHT
e RZ:OTC

AR

7EE, iTRRITRT BROEETA”, BaFin SHEMRNXBHEE. FITHE. HRER. EHESF.

(3) BEMBZ=ZHFES (Operation of a Trading Platform for Crypto-assets)

EAS:

o MBS (CEX)
- DeFi FIlRRE (BEERE/ITEWEE

£ MICA TXZHEERER CASP X812 —,
EEE, BaFin 'R BFAEEIAEAES MTF/OTF GESMR) MSRIES, EX:
o TEITHEHE
o RXHMIE (Market Surveillance)
o WA (Market Abuse)
« 1R3RMY ICT/DORA A%

KT E I E B A RE R L E th CASP BK,

(4) RESEERMEFTBEET (Custody and Administration of Crypto-assets)
AN 53

. HEERHE

o FASAEEE

o RIPHEEE
MPC $ 8BRS
o FEEHITHHI

XZIFZ I E N AFER CASP 251,
FEE, “HE"ERHE, AAHES KWG (BEPE1TE) BE"IMEEE 53" (Kryptoverwahrgeschift) SEES,

Fitt, EX/LFZ:

$RITLR IT 3249 + BAIT 4R IT #1 + DORA 2& =,

(5) ZTMMEFTEZE=S:;%m (Exchange of Crypto-assets for Funds)
BA S

o CEX B Fiat<>Crypto

o OTC 17915t

o ERZNRENMEZTRS
EEsEXE:

o REEDE

o XHIRE

o X2k 5!

o “MEERETIEAE (KYT)

(6) ZMMEBZ=SMEZ= (Crypto-to-Crypto Exchange)
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AN

o CEX
o Swap fRS
o DEX FimERMITERIRS (LATREMALLSE)

EREX ALK, BEEE, BaFin SERTEM:

. X55|%HR
- REEHE

. KFLZESE

. BHEEN

o MEplEERE

(7) E55MEBZ~RITHXILITIRS (Placing of Crypto-assets)

ERS:

¢ Launchpad
o BIHERITHT
o KAERHEELH (Primary Sales)

EREEEAN R, EXMRFES, HERS.

(8) KEEIBINZHAS (Portfolio Management)

AN

o MEBEART=HEGER
o RWA HEEE
o KRERAEH/EIEER

ARERT BERENFRZRISENEFNRR", BX:

o RIUAN

o RSEERESR
o BFEZHM
o RHIRE

(9) MMFTE=LZ®IN (Advice on Crypto-assets)
PETIES

o HRIRE

. BRERW

o HBARB
o RABEIEMEE

REZERFANRAERNS NLRKEER

(10) ITEIEE®XMIRSS (Transfer Services)
A5

o BEZERK (RAHT)
o ERIRFIRS
- BahkS/BhDERS
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MRASRER " EEHFHEEK", NBRERIFLEHES,

—. {&E BaFin 34 [ CASP B UENE (IRTER)

{CHAKBEERBEITRMSEERELZY, 1§ BaFin RIRMEMEITHR:

CASP 231 TEEERME [FE
RBTHEE Lty [XHKIE. TR, ICT+DORA BEZ
FEERS RN |[RIBERTLS, BERES
ITERIT/ IR A RARARAS HRMEAHR. HITRE. PREE
ST iR D AN AML/KYC/KYT ZRIER i
TR (Crypto-Crypto) |¥% v ¥ IS, BREAER
BRI AR A S TIEEA
Launchpad / &17ERS R AR ASAS RIS, BEE. SUUXEERS
Portfolio &2 R e Ty [Z00 MIFID B SHAMER

— P HEEEE S EHE CASP, fii0:

o AZ5FF (Platform)
« FEE (Custody)
o JEM5R (Exchange)

MAEEERFEEZZSIEMMEL, RFI HEFTEEAE] 200-300 1

=. MR Bacrkssi%EN CASP 25?

R EERE—E 5 Hi& KAEFEML CASP:

S 1: BFREREFKA"?
MRAFAEIRXERE:

. #H
o KA

7S
o RARRERS

M| 99% =fit%k FEE CASP,

$R 2. (FEBMIITES?
aiE:

o BE
o HERA
o ITERIT
o« KR OTC

N ATE A% -
RBFEE [ ITRRIT [ ITREW.

S 3. FRAUNKEFIREDE?
wn:

- BEpER
. BHMER
BEh5 Eolat
o BnpIK
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A%

Transfer Services,

HR 4. EERMHHSHFEN?
.

o RABEBEHEX
. HEHER
o KD
. EREN

M % :
Advice on Crypto-assets,

$1E 5: BE SR RWA k&M= a?
n:

o KPE=EE
o RWA &=ith
o INEEEILE

N k% :
Portfolio Management ({H&%1%),

M. HEER: EERFERSIELE? (BEREXRSER)
PRI X —

BaFin FEX— 1 RFEHAS FRNARL CASP,
(AR — MR R th S

1530 A BRER (GES/FENRY)
ERT:

- 1E

« Crypto-Crypto

o OTC

o Transfer Services

RERT:
o X5FR (Platform)

o IR+ 1EE Wk SE

« Launchpad + {£&

B B: STPEM (ES5AREHR)

E{F 1 (EE): & + Transfer
LMk 2 (EENERE: ZHTFES)
Ik 3 (BREAEMER: 184K/ Launchpad)

me:
o HHARXEHITIRE
o A5@ BaFin BE
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« EffH& DORA 5 SHMEFGE

B C: BE + RFLEERE (PR 45

=@ (BaFin) fiRRESZLEM,;
SHfth/iPg5E/ H=R5EXHF &% Launchpad;
BT MICA $PEREARISAY, FoR:

“EEMRENES, HtEREY RIS HERAS,
BEEHERBHNAENM,

A, EEEERHImFILSEN (SHRIR)
KRB R 45 BaFin EE BB EWMEIIE &

1. RESXZ B RREIFRLE

2. BHIBITEEREFRE, B “EPAEREKFP (Trust Account)”
3. CTO / MLRO / RSB % MIEEE At

4. LR EFEAV AR TEIT, FEZTLAEF

5. k55 8 5 KBS AR LAY 2 45 45 ) 55 B 3 A )

6. BAEAIMITH) DORA ZREHL (EHIEFRE 200km)

e RRNESIHFEMEIRY CASP 8 ({Z#KREEED B MEIR)

WEiE | HBE CASP E11 BREAEEERE
CEX (R5F1) |RZFA + 118 + ITRRIT | W iv wiw FEENE, BIATIERS)
oTC ITEHAT + i PARARARAS
HEITE e W
RWA & HEEIE + 1E + B ARG A
i (LP) iTERIT + BEIN AR KB A A
Launchpad Placing AR A dkd
DeFi #ijif EERE/BENFESIM CASP|Yy v v

t. FE NG EER CASP HHER =R
(R RN

R 1: EEHRRAFESH (FRERRR)

B lE— 1 RERAS BRI CASP,

R0 2: gzkss - BE;

B5kss — HEREER

FEEAFRHEEE (EE. SMEER),
SEf/zMEsE R TEMY RIS,

R0 3: FE{Rig BaFin SEER

EEHEEXERFZE MICA MR,
fREEE 5, RFL#LD, SR,

B3 E | HiEEFLELRITEELHAZE (Fit & Proper) 5&E
BaFin EHEEER
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XX/ CEKE (FR) BRAB IME, Hb FLk (BE) WLSSBRHEUTILIHR,

(£BE MiCA-CASP BREMXBETS | AXXhR)
KESA MICA + £E[E BaFin FEERDRHZ. LEXIMPIBEES MR

o EEEMLEN CEAZRM. REEM. ZTHINXR)
o« BRAREH AL (Fit & Proper)

- BER/EEREYM

. BEBE"WFEEA (Shadow Director) "R k&

o EEIEAEEEX (Mind & Management)

o LA (UBO) F3E

o EREERENEESIIERA

« BaFin 3t “FlzAsR" 5 M4 WER

CHEIKMEEREAZEUEL GERE. BF2%. BENEXHSFEE, —RIERERR,

—. MiCA 5%[E BaFin #} CASP " E{AFAER" S EN

MiCA E3KRFrE CASP AIUH E :

1. AERBIRNEAER

2. EHRRASERSMBEA=HEZ LR
3. A&ELRELH (Governance)

4. A&7 H#SE (Own Funds)

5. ¥4 ICT/DORA RERLER

6. REMHRBIBELHAiE (Fit & Proper) 1

=[E BaFin 7EILLEM L, FyMEM:
(1) BEEYAE LR EERN"

s TERHERESR
o FERIMI CEO”
o TEF'RRELLETISNNEER

(2) BAEEEDHAEESN Mind & Management”

BiE:

o TEEEREEEEHRT
o XHEERBE (MLRO. CTO. XLE) HMTEiEE
o TEEEZOERAEIMI EIIFRRER

(3) BEFEER"BXRE"HFEEASG

BaFin SR EFIELEN, BEERIARLEHE,

=. BiBEMEREN (Legal Structure) &iFER

f8E CASP &RE BV ERELUTAZ:

(1) GmbH (RIRFELE)

o ExE LAY MICA-CASP Lf&

o JEMEEZA: 25,000 BT

. WEREAKS: 50,000-150,000 B7E (% CASP %)
. HEBNER
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. BERZHMEDE

(2) AG (RfR2T))

o ERATAESHR LHRBL
. BEREMER

o WHINREERE

- BWEMAKES

CAKMEETIRER:
90% LA LTHi%#E GmbH, ERERE. MAFE. BHEE,

=. £B%# (Group Structure) SERRER

BaFin MEEHMEMBHITIREE, FHIRE:

o R ATEIERRER

s FEZEEFAR

o RRAVFIBER

- BES/EREN

o E—HESREMBES (B0 FX. CFD. MT5 &4, XREFSH)

BaFin sz x/Of =

D ERASEEBRXZESIES?
TEEHIR:

o LEANREZEER

. BEERARRIFA"

o ARREEHIMZH (Side Letter / Private Agreement)
Q@ BREGE"REEN"S1?
w:

o BEEENEXN, MHE%SEEH
o BEEAHERAZRRAR
o BORFHT B

BaFin 7£ RFI F&EE RIS
BN A RERRFEEERIE CASP, MIEAES [T/ZEREE=E"? "

XM EERRE:
RiFASERUERASN, BREEER. #RTFVENORMERK,

M. &A% (Fit & Proper) R (Bl ET)

f8[E BaFin MYt HREER B!

(1) iBfE (Integrity)

o TIRFER
. TERBELT
o ISR
o EMEHSIEH
TEERERIAE
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. RSBV, EEGE
HEIHEEE:

» FTICSEIERR
o HSEMIER
o IFEEEN

o IFIRER (W0F)

(2) Ms2i5E1% (Financial Soundness)

ERRASERIIABS:

o BN

« TEKXRAMR

- BRERZEIERA
BRBHNATZHLMHEE

o REFRGIFE. AIHEITH AR

BRI

o ALIFBA (Bank Statement)
o AFEHE
%

HXEHBE (Source of Funds)

(3) ¥AkEED (Professional Competence)

EEENAE:

o ST EERELER
- BRBIXRBER

o AML/KYC EHMIEZLR
o MMBREF=SHARIEHE
o BEJJ%EE ICT/DORA

KERAIEE:
@ BIBESH (Geschiftsfiihrer / Managing Director)
R
o ERTIL 3-5 FLE
o MEMEXEZR
o WBEIBREES
@ MLRO (Ri%ksZHIEA)
WA

o« AML AREZW
o KYT/WTR &%
o EESRAIEMR

® CTO (KARfBHFEA)
BRAE:

. HEBRKZR
. MEREZW
14
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« DORA 5%
@ CRO (RIEE)
BRAE:

o XSEIESS[RZN
o ERINPL/HR(EXPLIRAR

. BB AEEERNETERIRS (Mind & Management in Germany)

BaFin E3K:

o« B2 REREUEER

o BRENAAERENIR

o MLRO 7B HEE

o CTO AILATERRERIZA, {BXTRERERIHEE

o BIERN. EEREERMAAIER EERREFL”

MNREERETEIN, RFI 2EEA:
“ERERARNARFARTERERANZEROERNE?

Ak, {“HAKBEEE—REIN:
EEREL 3 1MRNZEEE: MD. MLRO. CRO,

7. BR%F/UBO HEFEERR (EERM™IR)
BaFin SZEFTERAKA, HIBLERA:

o FABHR >10% NWEAADTHRETBER
s FABABRFCIRME:

o NENEMNH

o EERH

o BRERBM

o M5k

o SEITIEA

BEFEIMEMBRIRER". "RETH . "RIBRE SPV’.

t. GERXFNONES (ESHEEE)
(AR ETD BaFin RAIRIAIRIGS:
(1) EERETHENEMR?

TR BRLRNES.

gE
TEERRHER"

(2) EFREIEXIRBRAIR?
f5ilgn:

o IT 272IEN
o EE27EIHM
o BIODARTTERE

IR EM% . ERFEREEM?
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(3) ARRBERETTFA?
BaFin "% &3R5 B "R 8K
(4) FIEEPREBE BUIBIE?
in:

o BRAFEZE LP
- EERSRAAXRRER

BaFin IR SE K "FIFHHREIEE",

I\ (ZRKBEEENTILEY (TRAI1T)
BiY 1. FEEFELBRER—ERKEAND

XERWINEFER R SHEE,

BiY 2: FEEABRKIRNBFELFIER

REURRIEE,

#iY 3: MLRO B¥MAFHELEZE, FEA ARER"
BaFin BE3E 2 1R ERER.

BN 4: IRANEFEEREME (Fit & Proper Q&A Pack)
{ZHKMRTERIE BRI ERMR, N3 RFL,

#iY 5: RGP SRS REGHIEIT"

BIE:

EBIER

. /\*Y%EFE
o XUFSFERE
o SN

8 4 = | f£E MICA-CASP B EIESR. EME#EEMS BaFin HE

R

&3 CHRKHE (FE) BRABME, #l BELk (BE) LSFERETILIHE,
FEREPREENEMETIZ— FERRRFHR.

CASP TEEEIRY AR AR

o EX23 MICA (Regulation 2023/1114) SiEEAtth;E M ana e

BaFin BHZ&ERN

EEFHERE (81 KWG. WpHG. GwG. DORA. BAIT) 7 MICA-CASP ERiEHRAYE.ME
o FRIETEE CASP ZRINIUIEMRI IS E B

REREXUSHMKRBEREERR, RNERSLHRRERTIZAENT.

o

—. MiCA (Regulation (EU) 2023/1114) ZEXi# CASP BYE %30

MiCA RINEH =l A — I EHELR
EAEBEIRIL CASP MRV, B4’ JﬁL__l' MiCA £ZB% o
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MiCA BUIZILMEER

1. Title I: ERAHME

2. Title II: Crypto-asset Issuers (B2 T 5FEiEFEHLIT)
3. Title III: CASP — Crypto-asset Service Providers

4. Title IV: MESHE

5. Title V: TEHISRARMR

MiCA BYX B4 = :

o DERERG—IAE

o 2RREBRG—hERITE

o BEISFRABIEE 30 BRI
o FREINEARSS & MES CASP

MIiCA BFREMERSAN ERARSIER", EHEERERZE MFID,

=. EEEREAZEERE (MICA ZjMaINER)
FEMEIE, CASP I MICA 5h, EUAFIRES:
(1) KWG ({ZEI$R{Ti%) — rIReERREE

EEAFER:
MERE. 5. £HFIE, 1£kE MICA FiftE KWG B3,
MiCA SRS, KWG FEELTNAER:

. BFEMRIP

o BESNER

. EFELM

o RENSERMAELESFRS", NHiR%k KWG

BaFin 455/ E1E4L 2 “MiCA vs KWG E&X ",
flgn:

- HREHRE - ANME KWG BIIZHEE (Kryptoverwahrgeschaft)
o CEX — AIREfI R ERIT AR Z1&M (MTF) 5 KWG EK

CHRXKMEELR
FEERLRBMINBZFHMMER, MICA HZHHIT KWG HEENE,

(2) WpHG ({ZElLEsFXHiE) — EF K RWA SR HiEsFt
FETSIRRT, CASP EBATAERLE WPHG:

o RWA (k&)

o HKMES

« STO

B/ AEEES RIS

XERE:

o HIEIMER WpHG RUPLIEHIS 4
o AML/KYC 1&38hR
o EPF 432 (Retail / Professional)
o A (Product Governance)
{CHAKEELIRE:
RWA/iiEs53dl STEEELETMSE. K=, SEfit 5-10 5.
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(3) GwG (EER%kEE) — HiZEMTF CASP

=E AML 2B K™ 81N —,
BaFin 1RIE GWG HZE:

+ ¥FRiA (CDD / EDD)

o KYT ($ELAIEERBIRA)

o ZEWAZZE (UBO Verification)

. ’méﬁ%ﬁ (Source of Funds)

o BT (Transaction Monitoring)

MLRO %REEE, Hit GwG EEE CASP HERKDZ—,

(4) DORA (EX28 ICT MERLEM) — 2025 FRLEF]

MiICA + DORA = HEMIMEUNIIZ T WIS EE R,
DORA E3K:

o ICT KIRER

. MERE

o BMRE

o BIBEMIR

o =75 ICT NPLEIE (Outsourcing TPRM)
o E@IR (Incident Reporting)

£[= BaFin EBH:
Fifs CASP #7FiE2E#H DORA (FAIFHIEHR).

(5) BAIT (Bankaufsichtliche Anforderungen an die IT) — ZE}¥H IT KEENR

BAIT REERIT IT EIRMELR, BERMEBITUAIET IR,
BAIT ZRE4E:

o IT HEBE

o EE%2 (ISO M%)

o IT NpLEE

o BIERE

o ENEE (IAM)

o FAPMPR (Access Rights)

« RGIFFAR (SDLC)

« TEEE (Change Management)
o HITBER (Audit Log)

=0

EER2MBAME—ERMBE VAT RITER IT iTE"BNER,

=. {8E CASP HiFH R EENE

(1) BaFin (Bundesanstalt fiir Finanzdienstleistungsaufsicht)

EENERE &, = CASP MWEIZHENM,
BaFin fats:

o FHIETIE

o BHE (Xff. ICT. AIE)

o RFI #M&
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o %
o JREHLE [ 1EL

o HEISE
BaFin 4 m:

o REME

o EEBERRIRT

o WHRE. XBFEKINTE
o NEGBIFAZSIE]

(2) Deutsche Bundesbank ({EER{T)
RO ERE R R RS R RE R

o REEHE

o REHE

o MR

o RSHER

. BRAFRENG

Deutsche Bundesbank 2"fafzB98E 5B A"

(3) FIU ({BEERI1FIRIBI])

FIU $233 AML:

. FERH (STR)
o KYC/EDD 9%
. RRLEEE

WNRIREY AML (AR ARHRE GWG, FIU ST Ao

M. £E BaFin FERM (CIRhR) —7~sKZDEN

CBXKMEERIERFEREE:

FE 1: E/REFARX (Substance over Form)

BEEENER:

=0

- SMEEE
- SMEEM
- BXEFE
o BfFEERAK

BaFin KRR EEMNERIS",

[FN 2: RMIESHEZE (Risk-based Supervision)

TSR, HEE™:

¢ RWA
e Launchpad

o BI/HEERE
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R 3: FAIREA EEEHTR"
s

- BEIEFRE2ZRT
o 2EEEEIFME
o M EPEIBELES

BEMERERSE,

Fl 4: ERAFFIPET—)
BaFin &3FE X!

o BRRFIRE
o HE%RME
o Key R
o PSR ELLHI
o BT
o TH+O/T+1 &8
- HEBERS

[F0 5: ;EBAE (Transparency) #REES

ER:

o XSMM

- EHER

- EH

o RENERME
o ITEHITHRES

BRI AFFHAIEIT,

[RM 6: ICT + DORA Z/REHIEMINERXHE

T#E DORA — FiEEd

TRE BAIT — Tkl

5B ICT 3% — TikE

X ZEE CASP SHMERZAXKF,

A. MiCA MAEEEEM? (EER(ERE)

MIiCA RRRERARE, MEENIHIE A LMEER,
LHEARE:
1. MiCA — BUME
2. EEHIE MICA EiE% (MICAR-Durchfiihrungsgesetz)
3. BaFin Zf2c##E5] (Merkblatt)
4, IR ERIF — BaFin B&
5.

1%t — BRERIFERAHIERL

N BEME (CEKEEERS)

20
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#=[E MiCA-CASP S ERFRRZE:
MiCA (EXEB%—) + KWG/WpHG/GwG ({ZE#s#:) + DORA (BX28 ICT) + BAIT ({ZE$R{THR IT)
RFtEEZ 2R CASP RiFERSNESR, BREAT:
o« IAERS
o MHMEZAEAREIRIRS
o MNESHEERNERES
{CHKMEEIREEFTE RIBA

EiMEBIEERE, REBTIRBEZ TN CASP,

% 5 5 | {26 CASP HHHER. WSrliFEE, SHliRNHE

AXH ZEKE (F8) BRATMME, Hl ELk (FE) WSIBREF VIR, FEREXE, ETEE MICA-CASP HIFERHRE.
RAZHEE. WRESH BaFin {IEEENEDZ—

¥ 5E | EMABER (Own Funds). BEXTITESISREEED

KREFEEIFRAREE CASP XREX, BiE:

o #I%ZEAE (Initial Capital)

o B AER (Ongoing Own Funds)
o BHEXSIHSTTN

o BRFLEM

o RfES

o BaFin SNfAI¥ITE A3 BIHE4E1 )

o (AFEE R BaFin IR ATHFL
o [AMBEERFEBREE

XE{EE MICA CASP ¥ —%, #E RFI (*Mf) HWEREX,
CHAKMEEEAERIEM T2 TERH FRRES R,

—. MiCA + EEIZEMPBIFER (TERMER)

1R4#E MICA (Regulation 2023/1114) =% (CASP), ¥IAHEAD N 4 #4:

CASP BR$3353IMiCA RIFA LS| RESLFFER (BaFin £18({H)
1. B SEXITE  [€50,000 €75,000 — €100,000

2. fTiTE €50,000 €75,000 — €100,000

3. MERXZFE [€150,000 €250,000 — €500,000 (FRAVS3H#01E)
4. HERS €125,000 €200,000 — €400,000

5. MNZ AT €100,000 €150,000 — €250,000

6. N Fe %R €100,000 €150,000 — €250,000

7. IRIARSS €50,000 €75,000 —€100,000

8. %17/ &17AR$S  |€50,000 €75,000 — €100,000

9. HEEE €125,000 €200,000 — €400,000

10. #MKARSS €100,000 €150,000 — €250,000

EEMNERTET MICA KS, HR:

BaFin ZIR" S KL ERIRS "HEHREES X LE CASP,
e = BEHEA,

KHIRZZFR (Platform). $£& (Custody). HEEHE (Portfolio) =28k

IR

, REEREAFER.
=. BTEFTEH, EPRES EEAR"
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BaFin Z3R{RIERA:
I EVE 12-24 PANEEAS
BUNFRE:

« IT&

o AR
o B
o HIT

o ICT 5ME
o {RE (PII)
o XpLfEE

KM EERIERIREL:
R BEEZS A
IV (B + THERIRS) [€600,000 - €1,000,000 [ 1-1.5 FiEE
A (FEE + XPFITA)  [€1,500,000 - €3,000,000(BBAES IT
AR (CEX + A&EE)  [€3,000,000 - €6,000,000/FEA ICT + DORA A

WERBARBFREANESEFRE, MBEEREFB.

=. BENEE: BaFin RXOH= KB O

fEE BaFin AEHUEEMRAHEFE"HE RN, [3UTERERAIE N TAHELE"

(1) BNEXFEAR. FRE. FaIEHit

fugn:

. ERRHRZE

o ERRMFRE

o REEFEEWRN GTHEHWEN)

o WNERSERR (OTC. R5FM)

BaFin &F1&¢:

MR QBRI EN S ESMEE? |

(2) SHEBXEXIFIEE
BaFin &K

o WETN

o IINIEERY

o FASIER

o XPRIEE

o BT E %= (Break-even Point)
F=S SRR

o —EESTHHEANT

o REZEFLENITR

o FEBBAKRE
MEE L F—E KM,

(3) EEIBIFKRBELRTKS
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flan:

o A IT SMERIIEN
- EiHINE

. FiRINE

- BEEZEHNE
Rz

BaFin KIAAREBE HILEEREN",

M. WSTAURE (3-5 F) BRHRHEEERER
(SRR DB TR, EE 0t

. ZFEBmER (P&L)

. SR (Cashflow)

. B4 Adequacy itE

. RISHNIRER= (RWA) (E5RkEmMIA)
. Stress Test EAMiXESR

u h W N =

BaFin & LA #8175

. BALTREHEBREER?
o« BRFET AMERETZ"?
. BEWENEEEIE?

s FRBAKPEREIS?

o RPeRAZERETIL?

. BaFin f£ RFI HRERNAETEE (BXLHR)
BT Rk R A ARIESTIRAZT0 8 4549 BaFin RFI ESTIA:

Q1: FATEFEMEAHR? IBBELLHSMISRIZS Z.

Q2: EHHENSHEWRAL , BRATNMARIEEERE

Q3: iIERERATFRBRFIEE 24 1 BHRITRKITR,

Q4: HUSIBKSH ICT A EH, STARMFAEINZEL?

Q5: IEREAMRARMESRE (EKE) ? BEAE?

Q6: EXBETH 80%, HRARETINELFEE?

Q7: ERENBERR=FIHFEMEDS? BEFIHN?

XEEAERERT (ZHRPBARETRLE), FBES: RFI HHRIFIER,

7%« BaFin BB FIERIFRRE

UTFRERKRIRS SEBRIFRW:

o RERFPBRARIMNE

o OTC REITBIMEUN

o ATFIMEFEN

ToE AR TN TR

BHERIR (WA, FRE)
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BaFin A
“HEIt. &% BE. ERHESRE
MRS BEMAILRRIE, EEELHIE

t. AFHMRERRE (CHRKEEETLEN
BiY—: ASEHNE, FEMFARRREER

BlanFtEEXK €125,000
BEICEN €250,000—€300,000,

B T—RYEEHE + ZFEIEA SNERSES
BaFin REXXN—RMEHE"S

Bil=: BEEASHNEEEAHIRTHF

fign:

o Deutsche Bank
o Commerzbank
¢ Solaris Bank

BiNm: e FERRIFRAT (SOF Statement)
BERRAZRR,
BilAh: EE-EFRRRAUSHN

1. EBER
2. Wi T 50%
3. RZE T 80%

SR EE SR RIS R,
I\, RIS R S BaFin E4? (LEES)
(KBTI B B MO

X B 1 ARFHFS + FigmEE

SERHRRE, RRAK.

X B 2: 2ERE + 0 FRR

ARG,
X 183 3: KERREEILFRELTMIE, BEFPRBEEN
ERIAR:

EERAR RIS, FIREAD,”
X Bzt 4: AFERERMITLE

NP BEERL,

X 8 5: ARFBRETFEAMBEHR"™

reTEBERIE,
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he ERE (CEKMEET IR

fEE CASP WHAEERE:
“BEATE + TSR LER + ZFEEERE + BMRNEERE"
BERBEEPER—IN

o RFI &3FENE
o HEWIR 3-6 ™A
o RimRER TREZEWIELS

KB REE:
FEEHFR HEXE", EER EEEN + MSEN"HNEHE,

%8 6 & | ;R1E%# (Governance Framework) SREEIRER
(Risk Management Framework) i :RERT

A ZHKM (F8) BRABIMNE, HE Bk (BE) LSKBRHZWIHE, AER BaFin REREENESZ—, HELEE
MiCA-CASP HiEH R ZKM. RFI HER%. KEEREMH ED.

¥ 6E | RESMREE: EE BaFin EEHD
7E MICA + EERERRT, AR5 RREBRATE CASP SEHHMXE:

« BaFin 3 /AEMNERTELELEERT

o HAAERIEEH RS BUFEE RFI

o XIBERMA ENFARSMMIZ

o NREMNTER: £EXMK. ICT/DORA K, FEEXK. miHNKR. &MXK. SMEXK (TPRM). FERRE

AERR{CBEXMELEUKIBER IR,

—. {&[E BaFin ;5812 (Governance) = KEEN

EEEENARERMNER L FAERBERES, = MR

(FW 1) EREHNAST "HX., dJiA. aJ#HEit"faEE
TEe:

. BERES

o FEVERRZIREN

o EXFrER
o BEEFFEEA (Shadow Director)

EERVEEIER:

- BEAE
o X
o ICT &1
. BRAMRIP
. BHRE
o REME

B EEA "B IHIT.
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(IR0 2) BIRLEMBMRETEIH IIITE"

BliE:

o EERHEMIUMA

o RREBEAZEULIPIIFM

o MLRO RREHERIIES

o CTO 5= RHMZIEIRESEH

o HAZRAZ (Governance Committee) JHMITHIT

EERERERR:
“BUIBA— A2 80 L S5 ERRE”
XEREREELRENERERER,

(IR0 3) RIRBME"XHH. RIEH. RFEL"H

25
o« EEREE
o BERIWIER
o RPSEIBHE
o SFIBGR
o ICT BiE
o NERERITERER
o EOY4ERE (Delegation of Authority)
o ZIERLER
CHRKMEELEER:

EEBRUER M —EAMEK CASP XA =EMLAEER "HNER,

=. {£E CASP AEREINIZ UK (Governance Components)

—MFE MICA & BaFin ERNFTEREQBLEMVABEED 9 KIER:

(1) =3+ (Management Board)
3k

e L2 RERBEEES

. BEREMELR

o BEIEPAIRS 542 E
BAARES

o HRE&

o RpRIE

o ICT &2

o REHR

o BREFRS

o A2iESEM (BCP)

EESTRAREAKEZRAGB"

(2) S4EERE (Senior Management)
26 , 121



ELNER:

« MD (Managing Director) EIt{EE
+ MLRO (RifEHIRA) BHER

+ CRO (MISE) HHEEKERBRIRN
« CTO (KARfHiZFEA) 7EEREIRMN

FRrE BRI E & Fit & Proper BE/7o

(3) =iEMZERIZRE
I SRR AR
B—iEkZ% (ALS5E80D)

. R

. BE
. T
. BAWGT

BB (RIrEHIER)

« & (Compliance)
o RSB (Risk)
o Rk AML/CFT (MLRO)

SF=iEp% (MERHIT Internal Audit)

e MY FIWEE5EM
o R1FH CTO 5 COO FER
o AISMEATEEFWEITAR (BaFin i)

=N

(4) BIBEREFRE (Committee Structure)

BaFin Hi#F CASP FLEU TE RS (HEMINS) :

« RIEERE (Risk Committee)

o ICT/R2ZRE (ICT Committee)
- BMER
. ERE
. SraE
o Ri%$kZEGSE (AML Committee)

(Compliance Commiittee)

A0

A0

A
=
15 (Product Committee)
A
=

(Outsourcing Committee)

A0

2

BT ERSWAE!

. MRBKE

o DWAR

- W2

o REMIE

o ZWEERER

(5) £A4R%R49E (Org Chart)
BaFin Z3Rig1it:

. NEREN
 BRIJEREE

27
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- X5 TRIG/HRE/EA]
o Zi3fiIBR% (Job Description)

RS APUVbLa N

o« FA—ARAZRZIXEINEE
o EHEULERE

o CTO 5z EFRDEH

o NEESERAARTSE

(6) kEEAUEEME (Key Function Holders)

W ERH .

o SR ICT
o FETAST AML

o HARFFAERFRP

. HATIEEE

o HASEIERF (DPO)

o EHFRENE (Model Risk)

(7) &#1E%E (Compliance Framework)

o GMEREEITXI (Compliance Plan)
o SHMXMIERE (CRA)

o FEEEITL

o EMIREER (LEER)

(8) MBEHEZR (Risk Framework)
as:

o XPEEFE (Risk Charter)

o XPE{REFSER (RAS)

o RPITHIZERE (RCM)
o XpFER I (Risk Taxonomy)

(9) AEpEIT (Internal Audit)

AN, BT

o BIMME=HHIT

« A1§f CTO. COO. MLRO 5 CFO F{F
o BEEHEITT

« BEICT/X /AML/ 9 | BFE

BEIREMBHEITERRMEHIIESR,

=0

=. {#El CASP M2 EIZ(FE (Risk Management Framework) £E4&1

FTENRARFTRZIUAT 10 EXK:
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1. 12{EMPE (Operational Risk)

BliE:

o AREIZ

o RSMEBERVE

o Rtk

o AR
BIEA:
BT I B B
59 %E (SOD)
o HItAE
IRAEIRIETRIZ (SOP)

2. ICT Rp& (ICT Risk) — DORA #iE=

BiE:

o WMBWEH

o HBEMAME
o DDoS

o ¥UBREX

o B=ARGEHE

o ICT RFEIFS

o R

« R#&itkl (DRP)
o EFERARIZ

3. hiHMBE (Market Risk)

207 :

it

. REERH
o MEptEXPE
o MIRIRIKEL

4. REERBE (Liquidity Risk)

BERTFRSMH + 0TC,
BaFin %§3lX7E:

o RBAREIE 24 /NNAE B BRENEX +
REKM R — R

5. EMAMBE (Credit Risk)

B

o HHEELY
. AFHEREN
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6. Ri%Z5HIFH MBS (AML / Sanctions Risk)

W B EE GwG + FATF B3R,

7. BEMBE (Reputation Risk)
BaFin &a]:

o EWREBERSG, MUNARPEE?

8. JMEMPE (Outsourcing Risk)

RE UK
BiE:

. SMEEE
o 4MEKYC
. SMIERS
. SMEERR
o S

eV aEs, KRES, HEEm™,

9. iR MPBE (Model Risk)
ERTF:

o IR
o RBEEMN

o REpMEIER

10. ;5##MBE (Legal Risk)

LHIRK:
+ RWA
. GRE%EM

o AP

M. REEERXHpRaENERE? (BaFin i)

—ERENCERERGE:

. K EFR (Risk Charter)

. KBRS (Risk Policy)

- REERIFERR (RAS)

. Kpe53255% (Risk Taxonomy)

. RptzHI%ERE (RCM)

. EENIFEM (Annual Risk Assessment)
. RS M IE TR

CH 12 MARRIRS

. [EFMIRAAERY (Stress Testing)
CICT RSk

. SMERBEITEME (TPRM Policy)

O 0 4 O U1 A W N =

-
= o
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12. BN (Wallet Risk Policy)
13. RPE=XMEEE (Safeguarding Policy)

{38 B R
RRBIENREBEONMG, YARTLEARIE

. BaFin BHEQIE/ MR ERY RFI (IkE#MFin)ER)
RIBEEERREG, S50 RF G

Ql. iFMBBEERSMMEE ICT MiE? BEFEESINCR?

Q2. iFiREE X 12 T ARBERERINVCENT.

Q3. RISE (CRO) BERLMI? RERNERSEIFILR?

Q4. MLRO M{Atf{R AML F2 L SEBIIF?

Q5. HEBFEERRE? STMIINERSTAEESITE?

Q6. sk B AEEE TS BAIT + DORA?

Q7. iR NI % COO = CTO FIEIEIT SR,

Q8. iFiRtFE "M RFAEA (RAS)"

XERBARIERY, FBES RFL

N (CERKEEETWIEN (LERE)
BiY 1: BERREIRENAESRIMER, FEORELH

REFERABERTRMEIRSA.
BiY 2: XBRUFFER, BR"—ASK"
REMAETH:

e CTO =CISO = KA E
o CEO = MLRO = &#ifasm A
« CFO = KE

XL 2 S B ENKEL

Bil 3: BAIARRIE"ER"QAR, MFARIEFREFERIE
BaFin JE% RB4I5MEL CASP,

Bl 4: SERB A + SCRE
IEANE A RS EASREAR,

Bl 5: FiR ICT. MBS, SRIXFHAHE DORA + BAIT

EERI5RE ICT, LR EETERN,

F75 | %k (AML) 5REHZE (CTF) S0EFR (EEREF
FEE4RAR)
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NH {ZHEKEE (F8) BRAEME, Fh ELk (BE) USFBREHZLIHE, AE22EMEE MICA-CASP IEEHREXRE. &8
ZEM. LEHEERMRRIRZ—: AML/ CTF (R#%E#RERBREZE) ARRETIRELR

B7ELEEE: Ht4a AML 2fEE MiCA-CASP &EHLAY SB—RF"

FEIRME AML FERMEER, RE:

=N

o BE GWG (RIEEE) mELEREE AMLD EREHE,

o BaFin &% MLRO. Z&#E. A2, MANUAL. KYT. §f_EMSN#TZEE R,
o AML BFRBELRFIRSLLRENER (4 48%).

o fEE AML WIMNFBWSAESK, WA BREITL,

o & AML BRIFREH, EARRFERIOTEEN,

CRKMEES SIS KER AML BEKHIE, RA BaFin FAESKENR:
FMREEXH, EEIEAAMHNT, FRERT, EETHT; FNAHT, EERERTER,

$—1 | £E MiCA-CASP Y AML ;LR EH

fEE CASP BY AML JERA R B LT A REM:

1. EE (R%%ZE) (GwG) —miZilikiRES

« BERRERALE
o XIPIF(L

o STR (AIERIRE)
o B

o INMARS

« MLRO &=

o HIRHE

2. EUAMLD 5 &6

o I REMETIRSEE (VASP/CASP) EENE
o IAMIER TEE,BI
o FE=FHXFEEEMN

3. MiCA Title V (INFBZ=IRZE AML E3R)
as:

o BN

o BREMRIP
o BRIEXPLIEH
o BRHEERP

4. FATF (RTINS IIEE) BIE=I5R (20234R)
5. BaFin AML i&iK (835 FATF EIR58. EESRAIEESR)

LB EEEREETCDE:
“"CASP AML Framework (fZEz{4&EiRt)"
AR ETEEIR S S E RS AR A,

=% | MLRO (Riksfi5iA) ZHRER (BaFin RM™EER)
2, 121



=E MLRO %A %E:
1. 28 (Full-time) i1, #1532 MLRO

1846 “EEFRT MLRO"MIE R,
2. BHEE (HAEEEIRA)
BaFin Z3k MLRO 24/7 aJ#ME B[O,

3. A& AML Bk ZER:

« ACAMS
o ICA AML Diploma

o {EEZH AML 272
o BUE3 AML XPSEIRIRFE

4. AEMTERE (EL—1H):

o FRITA AML

o I AML

o MEZEF AML

o FELE9H (Chainalysis/TRM)

5. MLRO @R &REIN 1T

T 8EM COO. fHE. P mipiTiCik;
BRI RAEFE R IR.
CHAKMREERT:

EEZMREHE—T L EN MLRO RERMEZELED MICA RiF"HER.

=% | EPRES%E (KYC/CDD) REER (EEIIRZ)
—. EPREITFRBEBREZIUTHE:

1. 33EXEE (Country Risk)

o FATF X2
. EUSIBES
. EEBRBER

2. EPEARPE (Customer Type Risk)

o BRRITI
o MERZZINEL

3. I3 Z NS (Business Relationship Risk)

L]
Ks

&

&

A
i

L]
$o

2
S
R
i

4. Z51{TAREE (Transaction Behaviour Risk)

o BRI
o ZHEBKEL
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. EBMITA

5. § ERPE (On-chain Risk)
HER . Chainalysis/TRM/CryptoQuant ZiT43,

—. #E cpD (FEFRRIFAE) X+i5
TAER:

o BMIE/PR

o HifiEIERR

o IP/IREIEL

o WNIERR (BEURHERT)

tUER:

o REEMIE

o REREHN

o BFERLZHA (UBO)
o FRERIRIEA

. XEEH

o MSERE

=. 58t Rif (EDD) fit &%
U@ 7ifit% EDD:

o X5t €15,000

o EXKER

o PEP (BUAARAM)
« BEERBITH

o JETMEE (Mixer) ¥fid
o BREWEHIRE A

o NFT &R HIKED

BT | KYT (THR3ZH) #LYN (On-chain Monitoring) TELIZER
KYT 2420 BaFin CASP HEREEEHRT —,

BRERELSTTIA:

o Chainalysis
e TRM Labs
o Crystal Blockchain

=36HE:

1. Z2£¥RiE (Source of Funds) $#f

5

o Darknet
o Hack

o Mixer

« Gambling
o Fraud
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« Sanctions Exposure
2. EMPEE&TE (High-Risk Exposure) if%|
3. HhtEE (Cluster) #if

4. APEiES (Risk Score)

A15#8:2 " Medium-high”s
MRBEL:

WIMBEENHRES + MLRO B#% + STR + IEER.

BHEY | AML ZBX%IERS (Transaction Monitoring System) E3K

RB GO NRE:

o BH/RFFE
o REEDIRI
o ZHEBKIL

- MEBATTH

o Layering ZBki%
o BHREERL
e Structuring (EME35)

IR

o SEEY

o Bty

o BHIFA%K MLRO
o AIEEIT

o ITREK

e BRELSE

BT | $IE7HZE (Sanctions Screening)

/

BN ETFE

o FEEHIE
o HETHIE

THER .

o RREAMIFEZ R

« OFAC SDN

« HM Treasury

« UN Terrorism List

WG HRY (BE AP,

BHTH [ STR (AIRZBEE) RERE (EEIRZ)
STR B AARBRBLIRES, BaFin HERH,

STR BEVRHEF (BAXHE):
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= KUt 5
AT RIFTERERE
s BRTARE
RBEEGEFR—H
o ZKPREIRE
R R

STR if2:

1. BThE

2. AIE#

3. MLRO ¥t

4. FERIERR 5

5. 1R31EE FIU

6. XHFHEL 5 F

BIEREFSH STR K& (Tipping-off £%)

XEREAERFIRN.

BI\T | Ri%kZHE (AML Policy) 512K (SOP) &

. AML/CFT Framework

. AML Policy

. CDD Policy

. EDD Policy

. Sanctions Policy

. Wallet Monitoring Policy

. KYT Program

. Transaction Monitoring Scenarios
. STR SOP

. Annual AML Risk Assessment
. AML Training Plan

. Record Keeping Policy

. Annual AML Report to Board

O 00 O UT D WN =

P
W NN = O

{ZAKM AR EEE EE AT

BhT | MLRO #IRZARENIRE B
FERYE (Annual AML Report)
BiE:

o IR
o STR#=E
« EDD #2
o REFRTN
o BEREMIZR

MLRO Quarterly Report ##7%HZ:

. BiRME
. BRREFAZY
o HlEEs

o HEEREERE
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%47 | BaFin AML/CTF @i% (Hearing) RERiFE (Q1-Q40) T£hR

MR R CRKMEERBETENEAXRARE, T2 ATREmRES:

F—8%: EFPARES KYC (Q1—Q10)
Q1: {RIMNAAEF REMILSH?
Q2: MfHRIERIEER?

Q3: {RITNFISIER S RIFRIE?
Q4: DAO EFEFRIER? BE4ARIA?
Q5: WNAIRIE NFT & RE?

Q6: UNfAIRERbht?

Q7: nfASiERE I EFR UBO?

Q8: BEEFEAIFRIEFF? MFAZ?
Q9: fTMMEF{THEN?

Q10: MAIHERFEEAHRE EDD?

BARS: #ELEN (Q11-Q20)
Q11: {R{14NM@IRAI Mixer?

Q12: 4NfaiR%) Peel Chain?

Q13: Layering ZHkEEUNAIRR?

Q14: MR MR TSR ?

Q15: NfTRBIFIREERE?

Q16: IN{TALIBHIE hE?

Q17: WMAIRBIEHERE?

Q18: UNfILIERTEE NFT 257?

Q19: YnfAIsEiEsE Eitbht)E?

Q20: . EIMEEIES? INAIERS?

B=a5: ZHBEE (Q21-Q30)
Q21: UfHRFIZBLEME (Structuring) ?
Q22: MM MEMIEHRI{TH?

Q23: MHRFISHF thE?

Q24: NB’A (Bot) fTAMMAIEN?

Q25: WMfRRIERM3E?
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Q26:

Q27:

Q28:

Q29:

Q30:

AR RE W EE IR
dnfEEIEESEEE (Bridge) fER3?
fiRfITSN{RI3E 52 PRE S5 R4k ?
MR EFHLR MLRO?
MAERBEES KYT 4587?

EMERS: STR (Q31-Q40)

Q31:
Q32:
Q33:
Q34: &
Q35:
Q36:
Q37:
Q38:
Q39:

Q40:

STR Mk FHEMHA?

STR FiEEZARK?

MLRO #fAE+# STR?
BZFHERIEI?

STR BER&SEHHMEF? (FEE)
NI ARLEE (TF) ?

Rk Mixer EEUERE STR?
MELIREE R PEHIEIRR?
WMfEER STR? RESAK?
SN{EmE FIU $#232? A? B2

F+—7 | CEKMEEETZEN (EE AML B358F)

EE—ERE AMLEMENLVE 6-8 F

EEN MBI ERREES

AR LSRR MELAIHT, FNMEER

. MLRO 4 7geiftfRE—1 AML =HI7RE

MRELES 1 E AML RAHE. REE. BibiRE

. STR #9 SOP @7 100% BEHgE AT &Rt

7. SMEILEEE =75 AML R4 (#0 Chainalysis Reactor) t1ZEE TPRM X1

¥ 8 E | ICT 8#{¥% & DORA (Digital Operational Resilience
Act) BARER (£E MiCA-CASP HiltES)

ANH {ZHEKEE (F8) BRAEME, HH BELk (BE) USESBRHBIHE, X—ERNSKEXRE, FX EE BaFin 3 ICT /
DORA (BiFiEE#MZE) BR2RBERMBNEEZ—, 90% HWIMBRTE ICT. SESE. NERe. IMSHIERESFHIBIAE

RFI (BEAMF)o

E8ERYE: AHAEEI ICT/DORA HER™IR?

fEE %S ICT/DORA RYHREM™ 83

o EICT XHARZE - HIZE4£ZIEHRIE (Not Fit for Review)
o & ICT MMiITHEL — H—R RFI SUNEFEIZ 40-70 {NinliE
38 , 121



o B8 (KEDIRS) FAIHEIT — BHERAFTHEIRIRS S
o HiR> DORA 1SR — MMIRERPEA AR, EIERHLE

BARRAR: BEREEIEIAN CASP = RABERIERNM, SRR SRITRIZEEN ICT RRIER.
CAKMEESHER LI

8 BaFin BHZ& MIiCA-CASP, R"YE"BIARZE AML, M= ICT + DORA, EAAZIIMNE AR RAZIEFRET.

TERM T > KL — 12 - S8 - BEREL — BCP — DORA &3 — iHiElA ZEREF.

B—9 | ICT 8#14E%2 (BaFin + BAIT E3R) B4

EE ICT AMIESRH 8 KR ZATARR !

. ICT Governance (iAR;81)

. ICT Risk Assessment (B ARRUPEIE(E)
. ICT Asset Inventory (G&i=iE8)

. Information Security (58 %%)

. Business Continuity (Aks3iE4EME)

. Incident Reporting (FAREHIRE)

. Change Management (ZEEIE)

. Outsourcing Management (MaEIE)

0 N OO U1 AW N

FREAB G — T B B RE”

o ICT Policy

o ICT Risk Framework

o Cybersecurity Manual

o Cloud Outsourcing Register

« BCP/DRP (s34 & RMEME)
o ICT Incident Register

« Penetration Test + Vulnerability Scan
« DORA Gap Analysis

ZAXM AR EEE R EER T WAk,

¥ =1 | ICT Governance (BAR;RI2) REMIE

ICT JRIBMEZRM B & LI T 4549

1. F{E4%E (R&R)
R

« E¥% (Board): R&ERE
CEO/CTO: #HiTHfE

. ERREHTEA (ISO)

BIERIFE (DPO)

SpEmaEA (Outsourcing Officer)

=
488
e

E i B4Rl -

I

RAMBAMBTEEF EMEEMITIER", TRERABFERAER"

BN RFI A" 2FE ~T& Fit & Proper”s
=7 | ICT Risk Assessment AR K PEiF(L
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BaFin ERXiTAEEE ICT Mtz X o
ATFE LT 7R 1T

1. B8RS (Infrastructure Risk)

2. AR (Application Risk)

3. %iERFE (Data Risk)

4. APPRMBE (Access Risk)

5. 8=74MKpE (Third-Party Risk)

6. MEZEF=HXFEARNE (Crypto-Specific Risk)

BRI MEBAX XL EE:

o FAAERE (Key Management)
o ZEME (Multisig)

o R/IBEENS

o API ERXBE

o FEFIEMAMXEE

- BRESHRRE
BN NELE:

o XIBRFEIR
o MPIFLK (High/Med/Low)
o EHIEE
o FRARNE
o RS
. HEFEH

P75 | ICT Asset Inventory (BAREFF=HH) BR
EE:

o RYHIR

o REBNUE
o TIRSMHNE
o APIE&E

- RBRSK

o R

o BMRIERSA
o BEAIE

o MNEHER

o BIERS

BTEFELETILUTFER:

o BFERM

o KB (BEMH/%R1F/Saas)
o MR

« ATA

- ERZLR

o XPEER

o T EHEH

BaFin BREREAE, WREEHR—FA],
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#HT | Information Security (EERLHAR) FEER
[ BaFin BRIEEREUTATIETRITE:

1. BkIE & NRBA#F (IPS/IDS)

2. DDoS BhiP

3. n#&&fS (TLS 1.2+ /HTTPS/HSTS)
4, Zero Trust Architecture (Z{EE%E13)
5. ZEAZRIAE (MFA)

6. B9 E (Separation of Duties)

7. R BB &FE

8. MEPHITAEFRTEN

9. XHINE 5 EIERR S

IEIMATEL & LA SCAS

« Information Security Policy

o Access Management Policy

o Password Policy

» Cryptographic Key Management Policy
¢ Log & Monitoring Policy

o Vulnerability Scan Reports

$87°1 | Business Continuity Plan (BCP) + Disaster Recovery Plan (DRP)

XZEE BaFin EMER,
BCP 4B

« Critical Services List (KBRS EH)
« RTO (REHEBT)

o RPO (BUEEXAR)

o ERABUEDL

o RBREOEHRE

o RSBBRITBRE

o RFBIHMNMAR

. BEREIBEAFR

BEEVRERFNE (BIURMEIEE)
o REAIRS
o MKXEE
o BIEMEINIE

ER/DMEI—I0, BaFin SEEMMEEEIES,

#+t% | Incident Reporting (BAREHIREFR)
WTENX :
« Incident Severity (F94%)
o« EAEHLIRAE (<4 /)BT
o LIRNIG:
o BaFin

o EUNMLZZ LR (ENISA)
o BF (EHEM)

B IRARER:
41 , 121



o RHETIAIIA

o HERSEK

« APL%A

o RAEEMR

« DDoS K&

o HIEERE

o XIREET milfE
BEHREELVES:

o HREDH (RCA)

o HEIEHE

o BYE)ER

o ARA

o BLEEEIEHE

#/\T | Change Management (TEEIR)

FRERATELRET:

1. TEHIF (RFC)
2. REVFHE

3. BEIFIREMIL (VAT)
4, Bt (CTO + 1ISO)
5. &pE

6. ERITE

7. HitAFIZR

FEEEEIFEXEFHITAE (Audit Trail).

BhY | SraEIE (Outsourcing Management) SRFITER

BaFin 2B RITR TRIMHSEEN,
CASP &{EH:

REHXWEIES

o AWS / Azure / GCP
o Chainalysis

e TRM

o Fireblocks

o Custody Provider
» Cloud Database

» Logging Service

#HEFIN:
Outsourcing Register (SMERZicH)
WREE:
o RRSHER
o« 2FXEIMI (Critical Outsourcing)
o SLA
o BUEME
o AIEIT% (Audit Rights)
o F4ME (Sub-outsourcing)
o BHITRI (Exit Plan)
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BT HRLEE JHERT (WRLEBINERSEH) — SWERERERE,

5817 | DORA SHIZER (Bl (FEEHME)) TEIER

DORA F 2025 F3&% &M,
CASP 477U & DORA MY E ASZHE:

1. ICT Risk Management (ICT RSETE)
WA ST XU B AB P,
2. ICT-related Incident Reporting (Fi#{ EiR)
WAAIE 4 /NN EIREARE .
3. Digital Operational Resilience Testing (E/Mik + &:&Miz)
B

o BEME (PenTest)
o TWEIM (FIE)

o IREBESINIR
RS M

4. ICT Third-Party Risk Management (=7 RSEIR)
ATSER :

¢ Vendor Risk Assessment
o Data Protection Assessment
» Exit Strategy

5. Information Sharing (EilMEER &)

ESTWARHERNERTEMEE (k).

F+—1 | BENASERANE (BFRR3GIEE)
EERARR:

o PenTest k&
o Web MRS
o API 22K
o FABEETG
. BRERARSTMG

WREE =TT AT,

B1+25 | BARME (BaFin BEXH)

WA

o BIERE

o XPRIZHITAZE

o API #EOFIRE

o RIPRBBENE

o WEITRIEE
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BROZRIE, RKEIED 10 4 RFL

%4+ =% | BaFin ICT/DORA mi%#&ill (Q1-Q35)

F—35: BEARH (Q1-Q10)

Ql: RAMIZOEREHLE?

Q2: RERFANAREZRLL?

Q3: WMEARIEBERKESH?

Q4: WMAHREREIE—ZUE?

Q5: WMEEREFITEE?

Q6: MARERLBRENARRE?

Q7: tN{akhIR API 34FA?

Q8: WEEARRFEIFE (DEV/TEST/PROD) ?
Q9: WAPREE £~ IFIEINFR?

Q10: N{aHafR EEEEIRIER?

BE: MERE (Q11-Q20)

Q11: DDoS #faIphiA?

Q12: ZERIRERINMAE NX?
Q13: HEAEHIE?

Q14: WMAIENEE IP?
Q15: EHfLENBINASL?
Ql6: WAZABE—R?
Q17: WM FrhR A= 2 4?
Q18: AT IREE M R?
Q19: BEL1T Zero Trust?
Q20: wfAIPEIESRER?

=245 : DORA (Q21-Q35)

Q21: DORA 3NRIfE ST A EISEHE?

Q22: BEBS5ER DORA Gap Analysis?
Q23: WARE " EAAREZR"?

Q24: AR ITIRERBESTMIE?

Q25: FE=FNINEIEE?

Q26: BEAH Exit Plan?

Q27: SLA Wfa[EEZE?

Q28: WMITAHHENENREEE/?
Q29: BREFITEEME? MZ?

Q30: BCP 55 DORA HERZE—H?
Q31: BEHE 4 /NRALEIRER?

Q32: WMBIRREEM?

Q33: WMAEELZREEN?

Q34: AN ASIERITAN?

Q35: AR E T RENFINE?

FBIE | EPAFRBSHEER (The Custody & Safeguarding

Framework)

&3 ZHRKHE (FE) BRABME, #B BELk (BE) UWSKERHET LB, X—SABREXRE, S1EE BaFin Hitt MiCA-
CASP BY REBMKL L. M. 1BL NHHZ—, B!

o BEPF#EFIRE (Segregation)
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FEEZH (Custody Models)

o A/AEBEIE (Key Management)

o EPHEEMP (Safeguarding Accounts)
o WRF=FREHEl (Insolvency Ring-fencing)
« B=AHE (Outsourcing Custody)

o BEPE™IER (Ledger Reconciliation)

$£ 9 ERR: Mt4 BaFin " ERAFRS "I EERSMIE?

RAAEEESEEZIES:
“"EREAEEHERACARIA (Sacrosanct).”
FAEFEFER (Co-mingling). HEIERAFE. RHREMIERIL, #05# BaFin BIZHIEN:

“2{ERFEAR T (Operational Risk Not Acceptable)” — &% &h%,
EESERE CASP 7T

» 100% BEFEFTLRE

e 100% EF 35 B

o 100% AR EEBAR I E AITH

o 100% E=AIEELMEFHEET

« 100% EH/EE#1TKEEZM (Reconciliation)

EEA—IAHE, BaFin SEZEREILIT RS,
FERRH—BEEARBEN TR AT RIPMERIER

$F—T1 | MiCA HEPHA™IRS (Segregation) BIERER
MiCA BRFE K CASP:
| BRAFUAS CASP BE AP EEE
(R1ERB. FEHA. FEHETARRE)
2. EP A BEM AN EFE= (One-to-One)
3. BEPASMYMETE:
o MEERTT
o TE
o BMZEHE
o BIABREER

4, EAMZEFFREM (Ownership Claim)
B IMZE=WERENA AR, RESE%L% CASP,

5. B 1E R TRYEE{RIF (Insolvency Ring-fencing)
B EFHMTE CASP BB AN =47 (Estate) o

$% | BaFin HEFRHATHRE (Custody) RHMEIMEEZSIhE R

EESEE MICA Z EXIEZ0 6 T EEREEX":
1. ZERE (Multi-level Segregation)
TNEBRABDEERE, TEREZFBERIEE (Per-client segregation) , &1&:

o HuHMGFEES (Address Segregation)
o MKARPREE (Ledger Segregation)

2. kiE#%3+ (Reconciliation) #E AT
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o HELERT

o REBMKZS

o REERT

- BZHHRERT

BaFin 3&#l& Hizx, SARKEITHE.
3. SR OEAFSHEAARE
EHE:

o« B (3/55 2/3)
o XXA#zH (Dual control)
o BHRDE (Shamir Secret Sharing Al1%%)

4. R REANSRRIREF "B RIGED B
3B S S,
5. EFAFSRAATE R-RBZRERPB" (Legal Opinion)
ERBEMSAREERTHA, BR:
ERATERTER, TETARRSEM,

6. EEIFEER (Custody Outsourcing)

WS Fireblocks. Copper. BitGo HE£=/AtE&:
WUR

o FEEHITRE (SOC1/SOC2)
o FEERLE

« SLA

o R2IEHR

o BIHAGERA (Audit Right)

B=T | EPEEMWB (Fiat Safeguarding) B3R

EFEE (Fiat) SAEN:

o ISERTT (EU/ EEA $R1T)
o BFEMHE (EMI)
o XfIHM (PD)

FEIFFN:

o REERIT
o EINERIT
. MEABEEMKF

ERAZROTHAERNT:

1. Safeguarding Account (ERZEEMKP) VE
EEEAER: (5 EMI/PI Z2—)

o KPR BRMBME S EFEE"FIF
. KPANABTERE
o KPARAHAITIZE S H
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. RS SEERP BRI
2. EFZE®MA (Fiat Ledger) @R

o BFRE
o XHIER
o WRRITII MK
o T+1 XM
o ERHA

BT | MEATHE (Crypto Custody) TEFH (EEIR)

EELEEXT Crypto Custody FIERZRUNRTMNE, &EZ—-
RHEEHRNTNES:

1. /988 (Cold Storage)

. Btk

- %

o WA

o R2ER

o BHEE (HSM)

2. #5268 (Hot Wallet)

- XATHBERM
o RAMRE (Limit)

. RRFRE

o RRFLREE (KYT)

3.;28%8 (Warm Wallet, #J%)

BaFin 1% Warm Wallet, {BEE™&1CiE,

BAET | fAAEE (Key Management) SHIER

BaFin EXRMAEENITUARE:

1. Key Ceremony (ZERMIN)
UWRREHILR.

2. Z$H9HE (Key Separation)
TREEATLEEFMH,

3. BHAFEE K (Key Sharding)
AIRA:

« Shamir Secret Sharing (SSS)

« Threshold Signature Scheme (TSS)

4. BRERFEHAEIR (Key Lifecycle)
BMEE:
o R
. &R
o i
- =4
o HHE
o EHIT
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5. BEATFEER
HSM (Hardware Security Module) NS EHEAZE,

BT | EPEFIZR (Ledger Management) ER

BRI

. HHHBSLER
- RANTAFSEAA

- RATREAHA

. B ERTSKARGS B
. EHIHEE

o HERETEN

AAFTERZ:

o WERMAS (Internal Ledger)

o AEEMA (Cold Ledger)

o BEEMA (Hot Ledger)

o BE=AFEMA (Custodian Ledger)

BHT | =M= (Insolvency Ring-Fencing) FTEERER

XZ2EN MICA BERRIPERN R,
BaFin EXREAIFARK:

1. i%#$EWH (Legal Opinion)

2. EPE~IRES (Segregation Declaration)

3. WP RPANEIREAE (Insolvency Protection Statement)
4, RERHEER S (Custody Legal Review)

5. BEFRENHEIAE (Ownership Confirmation)

WURIE -
BIfE CASP R B)IK™, BFHEFBIENRENK==, FAIATFER,

8/\T5 | BaFin EPEFRE#MF RFI (Q1-Q30 £=hR)

UTFRERBIEBERSAMIRES, BICBKMEEEHEE:

B9 FEEME (Q1-Q10)

Ql: BERAEFIIMNSRABES~DE?
Q2: REBNMARE? BEZRERE?
Q3: BuUEFESHAERIIMI?

Q4: ABKAMFHNEFIER?

Q5. EEEHEMMK? MFIIER?

Q6: MEHRIEESFAWATRES?
Q7. REFEAMERMNE? s0fletsk?
Q8: WMAEXEFHEFFREN?

Q9: REmERESHEREDE?
Q10: WN{AIR5LERERA ST PR PR ?

BER: RESEPER (Q11-Q20)
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Qll: APHEEE? BTZALH)?
Q12: BEELHERKIEF Key Ceremony?
Q13: NI ERFARIC HR?

Q14: SNMeIRA LEFASAHER?

Q15: AREWAEGR? MaERE?
Q16: & Fireblocks HILEHENRIR X ?
Q17: BREEREHBHEMME?

Q18: BEER HSM? BIS 2t A?
Q19: aN{aIBA LEARIERIE?

Q20: INAERITZERIE?

B=2%: W~RE (Q21-Q30)

Q21: WEER THARERFPAEASENE =77
Q22: BREA&FERNF?

Q23: BRAFRETMITEEWK,?

Q24: BEFAFRETHENABR?

Q25: BREEAFFERGIER?

Q26: WM{ATRMIEE = HIEEW = XEL?

Q27: HEMNREESHRE&EN?

Q28: {RiITMIfAIAE F IR E =R EBUER?

Q29: WrEPRE A AT

Q30: EREREEN, WARIPEFEE?

FAT | CRKBEETIREN (FPEFRIPER)

. REERE < 2EARY 3% (BaFin {RIFE)
CREBUMENEE + SHiiFEE

. IsER T ER Bt TR

B RESTBIRRETH

RRED 3 ERFRERER
EERERSEE + BE

K REEREENSIREERRMEA

8. HEMN U IR M SOC2 SHRIZFIERA

N O U A W N R

%10 = | HiH%AMTE (Market Abuse Prevention)

A3CH (ZHKE (F8) BRATME, HE ELk (FE) USKIPREEWHE, ~ZHEE MICA-CASP BRI Z OSSR
Z—, 5 AML/CTF. ICT —#=/=4%£K=Z BaFin #MF.

% 10 X% Market Abuse £ MiCA TRES BRE"H= NS

& BaFin £ 2R ERENE T R™ BT HIHIRE" (Market Integrity) 5"Bimhizin A" = &R,
MIiCA M7 A IFE B = AER:

1. 21t RE3 S (Insider Dealing)
2. #itHi51240 (Market Manipulation)

3. B ERHIRS{SE (Dissemination of False or Misleading Information)

EEEMESRRENEEFTHAN EilsFH Market Abuse BHEIESR MER, ALEEZETEREELLEMERSHRE,
CAXMEEEEED B RHKAES:

“BaFin X} Market Abuse HFJIEfELL MICA B4, IBAMIESR S FENEERE,"

FtAEZFHIFEE CASP BAURHNRIZOEIUEIRZ —o
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#—71 | MiCA F Market Abuse BJERIERE (£8)

MICA Title VI BAAEESK CASP XEXLFRiaiERs LT B TR, 8

RIS AFBELQAFERHITRS

BRI

BIHEERRZE

BILEBIRSHER

. WAAETIHYIERS (Market Surveillance System)

. WA SERNEZEIRINE (Whistleblowing Mechanism)

. BRTEFHIH L NERE

. BIHIERE. RIE. ZiEER (Policies, SOPs, Recordkeeping)

0o N OO U1 AW N

EES

EEIMEMT

o XUEEITE (Market Abuse Risk Assessment)
o« AR[EEEICH (Insider List)

o EXPOHEIEIEE (KRB IIT)

o MIFRYRER

o BEftEERS (A/HNISIZ)

o MBFEEIRIER (Flash Crash Protection)

BT | hiBEA=KMPE2S (MiCA + MAR + BaFin #5iff)

A. B%3%5% (Insider Trading / Insider Dealing)

B

- EEREANZECHR

o MEHZREARRRIRERARER
o ATRKHRERIAELTES

- REERBHREFERSITA

MiCA BRI

o EXRWEBAN"(Insider) SEE

o BEE'WRELE"(Inside Information)
o RENBEEEMICR"

o HFIFNEAREFR" (Insider List)

+ MLRO AMUEIFHEEXRBITH

B. hi##%4\ (Market Manipulation)

BiE:

o Wash Trading (BER%32)

e Pump & Dump

» Spoofing (EE{BRiEE)

o Layering (ZRERIEH)

» Quote Stuffing (KEiTEHEHEERS)
« Price Cornering (3ZHI118)

o ERIZZEHE Fake Volume

MiCA 225K CASP A RetMF B LE A E1T A,
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C. RS {EE%HE (Market Misconduct — Misleading Information)

BliE:

. WMEBGERES
o MRBIXIRE™H (Twitter/X. Telegram. Discord)
- REEALSE

- MEHFEKRER

HEER CASP AAAES IR E BH IR E S,

BEY | EEKEWMIMER (BaFin 158 6 XEM)
MICA BE%, EEMTES:
1. 3B AR (Insiders) #MFERZFHid
aE:
« EXR
o BBAR
o MBAZOAR

o RRBXRBAR

. AHAR
2. BIRER AU RAETHIRMNEES

f5ugn:

. REE

. T

o EMRZITH

o XBENERBEDN

o ZKFHEITH (Sybil Behavior)
o HEBHESHREXE

3. FrEhIHERES Y AIRMATHITAE
BIE:

=
=

I 30 30

o« RFER

o« AIEHSHE
o RARELR
o MLRO JREZEXXfF

4. BHEAE Market Abuse Incident R
FEEEHRATE 24 )BTRS BaFin,

5. BIMAE " [HAHZINH"

RAFEARSEHINEASE,

6. WKL EIRFIPINE” (Whistleblower Protection)

PIE R T2 RS AT R S S BRI
BTN | himRAREITE (Market Abuse Risk Assessment, MARA)
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X7E BaFin BIEMER, BRUOTRXHIXHEFZ—o
WIS LA #E4T KUB T -

1. BR%1

2. BFEHE

3. LR BER

4. iTERAEITH

5. gk EnE

6. KHEFIEE (Tokenomics)
7. BIEAITARNE

8. NEEERERE

B -

o KRR

o NPT (High/Med/Low)
=T

o FRRXPE

o MR A

CAXM A A RRMTERR,

BREY | hinkERYS (Market Surveillance System) B3R ()

E[E BaFin BBIAER CASP A E IR EITRA", LPIEH3ZIH A Market Surveillance,
WIRE:

1. EAFEEIE (Real-time)

BiE:

o ITEE

o BZATH

o REZ

- BEEESR

o BRlEfE

o HERZEITRXREKDM

2. 17iR5%1 (Pattern Recognition)

« Wash Trading

« Spoofing

e Pump & Dump

o Self-trading

o Insider pattern

« Arbitrage Exploits

« Miner Extractable Value (MEV)

3. M2 4k (Tiered Alerts)
EMITRHEBEIR:

o RBHEER
o EREEIR
o BRER (FILEFAH MLRO)

B IURTE -
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sty [ =t
e mIiITHIT

o RERIE
. ERZIER

BAT | AEESEI2(FE (Insider Information Management)
BEEREE:
1. I%B{EE € (Insider Information Vault)
BT
. Bt
. BEDNETR
. LI

o BOARALIR
o EEREIEX M

HHIBFRIFIR A E.

2. RBEAREBEE (Insider List)
BiE:

. ABEAMSE

o HOfi

o« BRREARN

o NERME B IEARATE]

» ZPRHEAE (Closed Period)

3. AEXBME (Restricted Trading)

ABRITASEREREETERARRZ.

BET | HTRESIMEREIBKIEHRR (Social Media Market Conduct Control)

MiCA SBE" B RIRSEEBERE",
CASP A 7isH:

o Twitter

o Telegram

o Discord

o Reddit

o Medium

e YouTube

MBS

- MEERER

o FeFH BRI
o HIEIRHEL KOL
- EMIRSAFTA

AR A REE,
#/\T | Market Abuse JAZ;%{2 (Investigation Procedure)
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IR RZ U2 R (Policy + SOP)

REEER

. HiZE A S 1%

. MLRO AIAZE

. BEREFRRE
CEERSBIREWRP (NBE)
EREEFAETLRE

. MEERE (WAK)

8. EHRASZHT (RCA)

N O A WN R

BAT | iHRUMETC (BaFin 3RFIRREE)

BiE:

o Fake Volume

o Flash Pump

+ Momentum Ignition
¢ Marking the Close

o Stop-loss Hunting

« Insider Front-running
o Wash Trade

« Layering

¢ Spoofing

o Whale Order Manipulation
o Arbitrage Exploits

BIRAGIE !

o HENELE
o BRARFM
o TRENH

%47 | Market Abuse #M#if1%& (RFI Q1-Q40 £E)

TR R)&ERBESE BaFin #M4, H{CHEKMEERIE:

F—85: HYEE (Q1—Q10)

Q1: fRIT4N{AIR%] Wash Trading?
Q2: BEEEIRAIEMR?

Q3: #Erisi Pump & Dump 1797
Q4: BELRISIEITRE?

Q5: R&U{EIRS Spoofing?

Q6: MEEMERITREEHK?

Q7: NI EE MR R IRAIEE?

Q8: AR IER & KEh?

Q9: WMMEFHITAEITREZ?

Q10: INARE TS ISIEE?

BEa: AWXS (Q11-Q20)

Qll: ERIMIMNAREAR?
Q12: tNfa4Edr Insider List?
Q13: #nfaliR%Y Insider Pattern?
Ql4: NEERBWARE?
Q15: WNfAIBALIEMER?
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Q16: AR ARMMAIZR?

Q17: 2FEX Closed Period?
Q18: ARXZMNEAZE?

Q19: WARMIEEBARAIEERR 57
Q20: B & YFEIAE?

B=25: HiHEd (Q21-Q30)

Q21: WMAIRBIMABIRMITI?

Q22: BEXFBEXZFTEE?

Q23: NfANRRIERRENE?

Q24: NfAIRbIEMN 2R AIRYITH?
Q25: WMAIRBIFEIT EEKEN?
Q26: WNfArimNERE MK ?

Q27: WMAIRRIEFHE?

Q28: gnfaraill MEV?

Q29: MNMAIRAIAREIRMN?

Q30: IMAEITEEMPLS | R BIRMN?

BMEES: IRSHEE (Q31-Q40)

Q31: MRS RBERIRERNR?

Q32: WAERGHESEH?

Q33: MBAAFIRSEEBNERNIT?

Q34: WEFLERTHRERAFEE?

Q35: MAENIEESRREHEE?

Q36: EERESIEREERG?

Q37: N{alisiE KOL #Es?

Q38: BREMNE=FMARIRE?

Q39: MALRIBE EARE"?

Q40: IMARIENMISEEIRE SIMNPFHEEX?

B4+—1 | {=#8XBEESE Market Abuse FHEEEIN

1. S%MFEE I Market Surveillance £4;
(40 Solidus. Chainalysis Market Intel. Surveillance-as-a-Service)

2. 37 24/7 X Z HEMEAPR

3. & 30+ EikiEGR
(BaFin RERET)

4. EE=EXREH:

» Market Abuse Policy

o Market Surveillance SOP
o Insider List Template

5. MIMRETEMIXPEE F—MhiHiggME"
BaFin =& % n),

6. [ BaFin 1232 B £ Market Integrity IR%& (i#7%F)

11 = | TEMIEE (Operational Risk Management
Framework)

X ZBKE (F8) ARATME, Hh ELk (FE) USSBRMUTLHE, X—57 2 {EE BaFin 8Hi#it MiCA-CASP Bi=X
#ZlRRZz— (ICT / AML / OPR), EEMEENMHNERISTHMMBEER,

811 E2%: At4 BaFin {BiEERERA  EEEGL"?
55 , 121



IZBENPE (Operational Risk) 21Z[E BaFin B #t MiCA-CASP RNE =X EMNME, FANMBACRSEARLE:
ARG ESRNNG + SRR + SRESRETL”

Ak, TEXEM T CASP NREMSKREERIFEXEE,
EESEBEIAN:

“RETENZENIESR, MARERA—KEEEY CASP,”
FERFEEAE CASP EEELNEENIZENES,

F—1 | ZENER (OpRisk Framework) 21552449

#R#E BaFin. MiCA. EBA ISEEXK, CASP ZAZLT EEMNRIESRE (OpRisk Framework) :

. Rp&:412 (OpRisk Governance)

. BXRIZERMKIAE (Risk Identification)

. XERPEIERR (KRIs) (K%

. RIEF(E5EM (Risk & Control Self-Assessment, RCSA)
. AEBIEHIER (Internal Controls)

. BMHREMSE (Incident Reporting — Non-ICT)

. SMEREEIE (Third-Party Risk)

. AGKEERE (People Risk)

. IERKFSER (Process Risk)

.k $3354:t% (Business Continuity Planning, BCP)
. 3Tt (Internal Audit)

12. ¥ FZ OpRisk &

O© 00 g4 O U1 A W N =

— =
= O

XBERRGIR EERIR G,

BT | TEMERIELEN (OpRisk Governance)
B E KA.

1. 6% (Board)

o WIZENPRABRERE
« GZFEHE OpRisk IRE

2. BREER (Senior Management)

o KEEEX R
. HRERTR

3. BEMHAFA (Operational Risk Officer)

AR

o BREFMEITIEIS
o NOEEEW
o FAKIEE BaFin EX

=iEp5LE1E8 (Three Lines of Defense)
F—% (ERIrsE4E)
HEIRSISREEENR
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& (NEER & 5/)
ARFIEEER. IR

£=% (NEPHIT Audit)
AREHEEIEENREREHE

‘ED

EERBEIAS (Risk Identification)

=T
WIEDIRF 10 KEIZEXL:

1. AR (ICT Risk)

2. AGIKBE (HR Risk)

3. REBERIE (Internal Fraud)

4. JpERERYE (External Fraud)

5. i8R (Process Risk)

6. ZFHRE (Customer Fraud)

7. E##MEE (Legal Risk)

8. 8¥IKFE (Compliance Risk)

9. iEEHETMBE (Business Disruption Risk)
10. 5MERFE (Outsourcing Risk)

BEERGIM:

o FIHSHXKIR
WRANKES & B R
WEARK LR IRFE R
51t

BIUE | XEMPEIEIF (Key Risk Indicators, KRIs)

XZEE BaFin REWNED Z—
CASP 472152 KRIs, EI4E:

1. }¥ K KRIs

o RHZAIAM (Uptime %)
o BREFRL RBURE

« DDoS BEEFFIFEMHE
o HRBEVIRE

o API FHiRZE

2. i8E KRIs

BERRIFHE
HABRMER

W EF =R

E P IRSIERATE]

3. ®2 KRIs
o NEERRE
. BERINRE
o RTAPRMAEMHHR

KRIs #4487 -
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. MEEHE
o FHRHLH
o TANLAAE

# AT | RCSA (Risk & Control Self-Assessment) RS 5iEHI BT AR

RCSA RMESRBERERBTENXM.
ABGIELE:

o REER

I HIEE
ERIBERMEITD
TR NP
B¢eianp

. FEHRERRE

RCSA MG ERIT—Ro

EAT | X% IE (Core Processes) RISEE
CASP MRS LS HIER, BIE:
1. ER AR RE

. BHBIEEMK

. FEMHIE
. i
. AR

2. wEE/IRIARE
. NS
. RUEE
. HAHETHIR
. B

3. XBiRA

. HRBE

.« DHRARR

. ITELERK
4.2 | R BIRME

. AAEERR

. SERERK

o AHIRIEEEIR
5. MMtz

o MEEAR—E
. BIERE

o MMKHER
BANBUURIERS .
o RSHER
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o KPEER
o IEHIFELE
o MRIENE

BEtTH | AGKIREIR (People Risk)

BiE:

1. BIESIREIE (Access Management)
TR

o H/VNBREM

o RENE

o WREE (ELVFE—R)

2. AT ERiIAE (Background Check)

AT

¢ MLRO
« CTO

- BREEER

e MBAR
f# KYE (Know-Your-Employee)
3. 1&ill (Training)
EOEHE:

o AML/CTF 2l

« Market Abuse 1Zi/ll

o ICT 2l

o HUEMRIP (GDPR) il

EI\T | JFERPEEIR (Third-Party Risk Management)

MiCA + DORA 38 &K

» Vendor Risk Assessment

« Data Processing Agreement
o SLA

 Sub-outsourcing E 241

o JRHITKI (Exit Strategy)
A TN ISR

o =ARE (AWS/Azure/GCP)

o Chainalysis / TRM

o $%E3EE (Fireblocks / BitGo)
o KYC 2t (Sumsub. Onfido)

EEEEREMIPEK:

“ERRRIBEB T2 B IR (Audit Rights) ",
ELEME — MMFEELRM,

BhY | EHEIE (Incident Management)
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EEERS ICT BHARE, KEBRHFER,
EEEREE:

o RIIER

o BEREHEIR

o FITIRFHEIR
o ZERERH
- XERE

. BFRIF

o BERIR

o DR
o RS
- Ef
o oh
o RFIER (5FLLE)

F4+E | =ESE (BCP) 5k#ixE (DRP)
BCP M MEE:
o XERAIBE
o &RITE
=S YN TES
o XBHNEED
o WEIREMI*R
o NRJAEHIF
FrERIER AL E:
o BCPEZIRE
o DRP Mifss
o HEILHE

BaFin ZEREHIEE.

B+—1 | BENRAEHEIT (Internal Audit — OpRisk Scope)
HEEIAAES

o XBATHIITE
o TIEAWMNE
- BEHIT

o ZEHEI

- SMEEEIT

o KRIEHE

HiItREMVMEVEE—RIEXEES,
B+=% | ZEMIMME (RFI) Q1-Q35 (£E)

SRR EE EIREE A LM

B9 RE5A5H (Q1-Q10)
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Q1:
Q2:
Q3:
Q4:
Q5:
Q6:
Q7:
Q8:
Q9:

Q10:

EHREENMEE?
25H OpRisk ZERE?
ERZT ) B faI SSEN?
T PRANAETER?
RIESNMAEE?
B TNrEs=31?
WARhIE 5 T2
RIEBA M A PR I RIS ?
EEBRBI=EMHE?

X ERE R IECIR?

FWR: FESER (Q11-Q20)

Qi1:
Q12:
Q13:
Q14:
Q15:
Q16:
Q17:
Q18:
Q19:
Q20:

SNfRIRR X BERAZ?
SNfERRBHRIFIIR?
fHERF TIRIE?
LIRPUSES oY+ Sl
SnfRIBA LMK AR —20?
AT IR IR B AL ?
MRAEEITRIREHEIR?
ARG EBERA 5 ?
LIRS ES IV G S
SNfERAERVE RS ?

F=8k5: HaS5HER (Q21-Q30)

Q21:
Q22:
Q23:
Q24:
Q25:
Q26:
Q27:
Q28:
Q29:
Q30:

ARATEIAITE S = 75 KBS ?
27558 Vendor Risk Assessment?
INEERRTEEHITR?

WA EE N AT SEE?
ERSHITNERE?

251 E Exit Strategy?

W fEI R R R A IERL?
EREETFIN?

ANe] W A o R 43 ?
ELREHENAEEHINRE?

BHES: TEFEMS BCP (Q31-Q35)

Q31:
Q32:
Q33:
Q34:
Q35:

WMRIENIZESRR?
EHINEIER?
REANSME?

BCP y0felillizt?
AR XFENRAIME?

BH=F | CHEKREEETIZERIY (OpRisk)

8.

1. 31 50+ RpeiEHls (KCOs)

2. ##& 20+ KRIs

3. HERE RCSA Eff (BNHE)
4,
5
6
7

I 3 BEXRAER (BRI, WK, %)

EE 1 BEIEESHEGE (10+)

RIEZE/D 1 0% BCP BA HELEE"
2522 Outsourcing Register
HEERR3 SOC2 / 15027001 iEH

61
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%12 5 | aEEE (Compliance Framework)

FXH ZHEKE (F#) BIRARME, HA ELk (BE) USFEBREEWIHE, 55 MICA-CASP EEERIMNBERHFZ—,
5AML (87 &), ICT (8 &), EENK (¥ 11 E) —#2# BaFin EXF ZOEEZH (Pillars of Supervision) "

F 125858 AHAEBEEKR CASP BRI RITRERFR?
&= BaFin & MICA-CASP fl3:
BRI, A TR NSRRI,

Fitt, BME MICA FHRBHIER CASP T2 FRAETRENMER,
BaFin {H7AER CASP E3E—E5REM Compliance Framework (S#{&&), fiE:

o SMENEE (Compliance Function)

o GMEEE (Compliance Policies)

o BFUEM (Compliance Monitoring Program)
o BHIRE (Compliance Reporting)

o EEEMFME (Annual Compliance Review)
o &I (Compliance Training)

o BMXPFEING) (Compliance Risk Assessment)
o JEMUEM (Regulatory Watch)

XEXRRMDIUAETIEEHEZ (Supervisory Review Ready) "tri,

#—1 | &#1898k (Compliance Function) &k#9

MiCA BAFBEESK CASP 1€ 37 &FERAE. BaFin M#—HEK:

1. 8 E{EA (Compliance Officer, CO) %R :

o Fit & Proper (& A%E)

o BHIMLEL

o BAGEKNREE MICA / AML / MAR

o BESRMIMERME

e 5 MLRO BN E (RIGRME AML iz A)

pE
EFAMIEL /N, BT MLRO 5 CO WA®, B BaFin s28ZIREIN, @ESMFERIZHER,

2. SHERI ) IRILIE(E

o ARETFEILER]
o ARBF @A

o ARBTHIZHH
MM B CEO REBEE=CIR.

3. S¥IEIA B A & R{EECE

o« BMfARA (CO)
o B9 E (Compliance Analyst)

o EMUEMAS (Regulatory Watch)

P
=]
P
=]

ZHAXMREERN:
EEDEEEXRA 2-4 ASHER, LUEEE BaFin " RR7ZEEHEE",
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BT | AMEEER (Compliance Policies) 55

BaFin B3R CASP M TMARZE/D 20 EMROBEREXY, BE:

A. MiCA ER¥EE

. CASP Governance Manual

. Conflict of Interest Policy

. Complaints Handling Policy

. Market Abuse Prevention Policy
. Client Asset Safeguarding Policy
. ICT Governance Policy

. Outsourcing Policy (% DORA E3K)
. Operational Risk Policy

B. EHIEER

9. Compliance Charter (&#%E5)
10. Compliance Monitoring Plan
11. Compliance Reporting SOP

12. Regulatory Watch Procedure GEXIEHTIA)

C. EPRIPEEE

13. Investor Protection Policy
14. Transparency & Disclosure Policy

15. Product Governance (F=&i& % 14)
D. A THISCXBIE

16. Personal Account Dealing Policy (RTEBX=RERIR)
17. Code of Conduct (fT9/&M)
18. Anti-Bribery & Corruption (/&WHK)

E. SBRIPISELER

19. GDPR Data Protection Policy

20. Data Breach Handling Procedure
XL e BRI 4, BaFine
{CHAKMTRETEEERGERT FIBTERK) .

o N O~ WN -

=% | 8MPLIEL (Compliance Risk Assessment, CRA)
—R CASP FEEBBILAURR CRA, ABEIE:
1. iR EBEHME

f5l4n:

« MIiCA SR
o FIREX
o TIHRPRE
o BRRIPREL
o FamXE
o HENE (5 AML SFRLIER)
o ICT SFLXR
- SMERBE (B=ARME)
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. RTITANK
2. WSS (RAG: LI84R)

o Impact (FMHIZE)
o Likelihood (&&rTEEM)

3. MPEIERIE (KCOs)
SHRRBRELTI 2-3 MBI
4. FRRE

5. BdtitRl

CRA B FEH—RHIRXESHH,

EMT | 4% MitE) (Compliance Monitoring Program, CMP)

CMP 2 BaFin ERE™RIINXMHFZ—, BEWMF (RFD) B%K,
CMP MBS

A. SFEUSNERE (Yearly Cycle)

o &§H: KPI/KRI
- 85 BXREH

o BHF! GHIR
. BF: 2BEIKE

B. LA E
BIE:

1. KYC FREMIR

2. XZWERHUM

3. A E

4. KRiFE

5. KBNS E

6. RITITHEE

7. MERREHEE

8. RIS HIERIFLE

C. #h#¥i238 (Sampling Method)
WAER S BN,

D. &#REINH

AT R

o REOEAR

o MRS

o RER

o BHIHHENFARE

BEY | ZM (Regulatory Watch) #l#l

MiCA 2185/, ESMA 5 EBA RETEHFTER,
BaFin 1% 7 Germany-specific updates.
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&t CASP A
1. EUS;ESE (Regulatory Watch List)

BWNEEeE:

o MiCA

« ESMA MAR (THizi%H)

« EBA AML $535|

« BaFin Rundschreiben (Y45&@X)

o BEKwWG (1R177%)
+ GDPR
+ DORA

o ERERK AML % (GWG)

2. ;EMERT(E (Impact Assessment)
fIan:

s MR EXMEF A RE?
o MMESRM AML?
o MR ERM ICT?

3. LHERYiEIZR (Implementation Plan)

BaFin SERE LI,

BT | §MEINFEFR (Compliance Training Program)
AR REE:

A. SEEIENE (Annual Plan)

.

&

B

o MICA &1
AML/CTF
o Market Abuse

o ICTRE

o HUEMRIF (GDPR)

o SMEXBE

o PRI (Investor Protection)

B. 1Filll3+ 5

- BER
e T
o XPEN (BSitkis. HEEER)
o GHY/KFER]
C. SEilliEsE

WIRE:

a0 mf

.« PPT
o« RTHENZR
o ZES:
o EiREE
HERSERIEHXLEIRA,
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BT | 8MEM4EIE (Compliance Incidents)

EMEHEE:

o HERIEM

o WEXSZRET

o RIRETFITHAEN
o E=HEHNEEN
. BFEZHMHEIR

o FamNARRIKE

WL .

o BEDER

o BHIRE

o AT

o RESH (RCA)

o BUEITRI

o BEXH (EVRES F)

£I\F | I2iFI2 (Complaints Handling)

MiCA BEFEEESK CASP Zir&%iFH1E,
f=[F BaFin WERE™I% (BF (HEBERIPE).

MBS
o BIRFERE
o QIPEIPR (10-15 NI1EH)
o RIBFIZE
o BiRDH
®BiRiRE (BA)
BIRDHRE (BFE)
BiRGFIT (B85F)

FEAFURIE:
B P IRIFIRIL T b BRIk R,

BAY | FIZEPEEIE (Conflict of Interest, Col)
WIRBIHEIE:

. R SRAF &R

. BEEERERHEENRIE R
. P E AN R ERRME B AER
. KBEARENR B
RINAMFRZS (PA Trading)

u A W NN =

FREHRGIER
o RER
o MRFL
o RAFFENE
o MEIEHLE
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F1+T | aMEEIRS (Annual Compliance Report, ACR)

BaFin BAMAE SRS EIRM:

BHRRBLE
o EMEH
o ERIERERIEITG
o HEREHER
o RERRE
o T—HFEItH
s EERHMICR

X CASP H4lE ERIZ D

B4+—% | 83 (RFI Q1-Q40 £EiEiinE)

UTHABARBEEEREA, B{CEKMEEEE.

B9 %N (Q1—Q10)

Ql: EMARARETAER?
Q2: EHIEIPAKAE L AITfETE ?
Q3: AR EMIEILE?
Q4: S IAIECIR?

Q5: WMAIE X EFMER?

Q6: WA EIEH T HZR?

Q7: wNfEIEE PA Trading?

Q8: WAEERTITEMN?
Q9: MfEliEE XERIZ?

Q10: A5 RBEERER IHE?

—&45:. SFEM (Q11-Q20)

Q11: CMP fAI#h1T?

Q12: HHBERMA?

Q13: EHAREFMA?

Q14: MiIEEIAIRE?
Q15: NfariEM Market Abuse?
Q16: aNfay s ilF= SRR Ba?
Q17: Wb IBEERAISN?
Q18: Ak M KRIEEXFE?
Q19: ALY IE B ER?
Q20: IMAiCRIEMBE?

B=Ea: EHED (Q21-Q30)

Q21: EMEEhanfarisn?

Q22: WMAIIF{EHRME?

Q23: UfASESCHETIERL?

Q24: WfAE RIAFIE(E?

Q25: 0{aiFfE MiCA B XFL?
Q26: HNMAERER ESMA B2
Q27: A& BaFin #@X?

Q28: X DORA RYSEEFTHNfAIAbIE?
Q29: MM ESESCIREMRL?
Q30: WfAIHRIFRER?
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FWERS: k. Mz (Q31-Q40)

Q31: BIFARINAEN?

Q32: KIRERIVERTA?

Q33: MAiERILIF?

Q34: WAHITIEIR?

Q35: AT IR IFHEYS?

Q36: WNfAIRBIFIEEAZE?

Q37: fAibIEAZR E#F?

Q38: WAEIERTHER

Q39: ﬁuﬁﬁﬁﬁkﬂ%ﬁh%é&@
Q40: MM EEMBEILE?

BHH | CHERKMEEETIREIY

. 237 30+ &MEHI= (KCOs)

CEBUSEE CMP (B2 1 FAH + #E)
OEE 25 ESAIBER (BR4E0)

. #3522 Regulatory Watch 7125 B &R
iR 23 REEEINER

OEERIFREG (EL51)

. REFIE PR EICH (Col Register)

. ABETEE IR ARRE CMP AT 75

0 N OO U1 AW N

# 13 = | SRILFEMPEEIE (Financial Crime Framework)

XM Rk (F8) BRABME, #h ELk (BE) USFBRMEEWIHE, £ZZ27EE BaFin £ MICA-CASP BHEHRM™H&ZAIER
PZ—, S AML (87 &) HIAEESREEER"

58 13 E#hR | A+ 4EE BaFin " &£RIICFEEIR " MICA-CASP BIENEL?

EEAENM BaFin MISE SR/
“FiE CASP AIUAZ 5R1THEIEAY AML/CTF (RESR/RERIE) SSRIBENEInE, SNARSHEH”
REEE:

o EERRBER™ME AML EAREERZ— (GWG + AMLD6 33#H|STHE)
o MEBHEFHNABXRRITI

o FHERMRANG (FHIZ PP X5, HLEK)

o« BRAFREFERSRAZERE R

. HELENEEESR

. ML (FRIRERE. RBES) KKREKX

ik, BaFin 3K CASP 21 REEMICENIRERER, HE:
o AML
o CTF
o Fraud (HRiF)
 Market Abuse (THiziHA)
« Sanctions (%)
« Transaction Monitoring (3253 %)
o Chain-analysis (§%_E4#7)
« Wallet Risk Rating ($:ERFEELR)
« Screening (% + PEP + Adverse Media)
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FELDETEMTRE T, SUERBEETEME,

F£—7 | ERICTEERIER (FCF) BF%
FCF AR 7 MZLMR:

1. AML/CTF (Rik$%/RERE)

2. ## (Sanctions Screening)

3. &2 (Fraud Prevention)

4, hi%iA (Market Abuse)

5. B (Transaction Monitoring)

6. i E9#hr (Chain-Analysis)

7. k8t KFEiTF{E (Wallet Risk Rating)

FHHATHE =N BaFin MEKBRERK:

(1) MpEAa (Risk-Based Approach, RBA)
B TR ET XS ERRNIT

(2) "J#HEit (Audit-Ready)

BIEHE. IHE. RIE. .

(3) AT%EHZ (Regulator-Ready)

X IH R E A FIEME (Germany-standard)
{CAKHRENER S IR EESX 1.

=7 | AML / CTF (R%#5ERERE) A5

WHBHRE5E 7 EFX, BEAERERRRN LIRE FC ESR,
1. KYC / CDD / EDD (EFRHIIFE)
BaFin 3K 3 R4

A. Efl} KYC (Basic CDD)

ERTHRAMREF,
BiE:

o BXHIIE

o HHHIIERR

o SHEIFIRG!

» Sanctions Screening
* PEP Screening

B. 53&RiE (EDD)
ERT:

. BAERF

o fERARRFT

« RESXMEER

o KEXRX5H

o thlkER (RRERELIS)

EDD 85

69

121



EERIRIERR (SOF)
WEFRE (SOW)

& FsRIBER

v EEHE (UBO Fif)
EEERIFZE (Fit & Proper)

C. tlkER (KYB)

B

FEAMIERA
NEERR
EERHR
REAFEEEARA
UBO I&3iE
AR B R
RERIRERE

2. EFRPEFLR (CRR)

BaFin Bk E/D=fhEELR:

XL
H X
=X

RS F R TET

E &

RHEN
FamfER
RS
BERIR
fTHtE
hEFE

RSB ERRNITRHERER (BF—R).

=% | H# Screening (Sanctions)

B AR IR -

UN Sanctions (BX&E)

EU Sanctions (R%E8)
OFAC SDN
UK HMT Sanctions

EEAHFIEER

Screening WUHRES :

U A LWN R

. BEP%E
. NEIRTR

UBO

. $kEiit (Address Screening)
. REXMR (Counterparty)

Eaas (Hit) HHAIT:
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o L1 %075

o L2 AIE#

o L3 &MARARIA
BRRELE

$IE | BEEIE (Fraud Management)

CASP & S EXMBIEIFELE:

o WP

o SIM R#F

o HRTEIFR

. MEHNE

o BREMARE

o REFEBIER

o BEFARZIFHN

« Robot/Bot K&

o MENMEERYE (Swap SBRIE)

BaFin E3RE .

o KNS (Monitoring)

o BEER

o FEhEZRIE

o WEERZE (Fraud Blacklist)
S5HEHMAETE (Police Reporting)

BAEY | hiHikEA (Market Abuse) BhiE

i€ MAR (Market Abuse Regulation), MiCA &R CASP:

o EIERNERS (Insider Trading)

o 171240 (Price Manipulation)
o EFERRS (Wash Trading)

o BIEEIRMEITA (Spoofing)

o 2)F Pump & Dump

BaFin & WiEinEiE:
Q: ufaiR%I Wash Trading?
Q: MAEIEEPANEERIFIEEHS?
Q: MfAIRETIHNEER? (Insider List)
{ZHKBERIN:

o BIHKIERA"

o BIAEEEEER2 (Chinese Wall)”

- BRERRBRERS

EAY | ZBYM (Transaction Monitoring)

BaFin Ut B Bt 1"
R IEE

1. #1M (Rules-based)

a0
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KENR 5

RIBERZ 5
£/ S ET

5B X HEHER
Layering (9E#%)
Structuring (RN 5)

2. {773%3% (Behaviour-based)

f5lgn:

o L3

FRERRE
IP B B BT

3. i £ (On-chain Monitoring)

WINELIE:

e R RIS

ERB S

AR AT MKIKE

Tornado Cash &/RM 28R %!
FeFAmiR%!

4. BZhEHR (Alerts)

WMRE:

Alerts Dashboard

L1 &8

L2 88

FRAEI (Escalation)
SAR/STR B&pic R

BEY | 5 LS (Chain-Analysis)

=[E BaFin &% EK :

REBRMBHEFHEIK, ROETUHTHE LD,

BARBUT TRPHED—

Chainalysis
TRM Labs
Elliptic
AML Bot
Scorechain

DR

1.
2.
3.
4.
5.

HERLER
RERREE
AEEMBRE
S5IRFERIREKIZE
BESEBHREMEX
72

121



6. RESIEMEMIEX
7. BE SR RAL MR

REBIAREED 5 &

F\7 | ket MBEITES (Wallet Risk Rating)
HERTDN:

o R
o X
. BN

o 2 (Prohibited)
=X EE:

o JRME3

o BNt

e OFAC &sHp
 Hack bk
WeIZEXRE
o EXER

e Jumping patterns

HEEERN:

Q: EBIMFAHSE?

Q: IESHIKIERE?

Q: MfAiEEME KR E?
{ZAKMHR A BIEIR

AT | STR/ SAR (IR BIRE)

EEE AML HERE™HE, STR IRRXHIKIE (GwG) 1 FIU X,
IR

L1 ¥IREH

L2 BREH

. MLRO ffiA

. JE{EKIE (Chain-analysis + 1T79%41%)
R4 FIU (EESRISIRERD)

. SHIENXEh

CIBRRTFS F

N O U A WN R

/o bt it N
BEEMR:

 STR £Z3ZLEAI?
o THEIRE?

o BERSKEA?

41 | FFICEHMF (RFI Q1-Q50 2=:5M1)

UTABECBKMEERETHELEMSE:

$E—49 (Q1—Q10): KYC/EDD
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Ql: EDD Mtk KRB HA?
Q2: WMMIHMERERIR?

Q3: WMMIRGIEXICEFE?

Q4: WAk EE?

Q5: w{a#aiA UBO?

Q6: WMMMIRFIHE LERZ RPL?
Q7: MAHIM R T RE 4 7E?
Q8: Wb IR FIELRIRHEERL?
Q9: WfAIERE=AXH?

Q10: #WEHER KYC IEHE?

BT84 (Q11-Q20): 3B MkIE

Qll: XBWMEBEEMA?
Ql2: SHIEEME?

Q13: NfEHhiTHE L EIR?

Q14: HNfaI*|kfT Layering?

Q15: WMRBILEEHRSZ?
Q16: WMIRFIR MR ZR?

Ql7: MBS XMEE LRMA?
Q18: aNfay T X R ARRR?
Q19: ITiEFEIR?

Q20: NfARAZIR?

E=24% (Q21-Q30): #I# Screening

Q21: Screening TERHA?

Q22: WfMiRH{ERBEYE (False Positive) ?
Q23: #th OFAC tlfaihis?

Q24: B R EwmHIR?

Q25: SN{AIRbIRYEZABMA?

Q26: IEIEREH?

Q27: MERIFREEM?

Q28: N{AIFEEHIFMBL?

Q29: A5 E2ARAE?

Q30: ¥/ BaFin #R&?

EMES (Q31-Q40): KIFSThiHEA

Q31: WMEHRBIMIFREEEF?
Q32: MEH BB R AL, ?
Q33: ufaif%) Pump & Dump?
Q34: #NfAiR% Wash Trading?
Q35: MAEERRRS?

Q36: AT Chinese Wall?
Q37: WMfEISHAN A E?
Q38: WfARhIES TiER?

Q39: WELTfh 7 A XUFS?
Q40: WERFIEHE?

ERES (Q41-Q50): EE{FITHIESR

Q41: INMAIE X R ERIICTRIESS?
Q42: MAMEZESIRE?

Q43: FHIREERE?

Q44: WMEERFEE/RIE?

Q45: NAREBRSEER?

Q46: fAIESEBIIIE?
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Q47: WMIEE XL ?
Q48: INAEMEEE?

Q49: WfAEINET?

Q50: NfaHafRE] mEEHZ?

B+—T | CHEKEEETZREN (MR#5E)

. S5\ TRM Labs / Chainalysis (ZEE!AEREEMEE L D)
VRBED 20 FHEESEAN

EE 1 ERE STRIZHENS

. 83 Wallet Risk Register (&K [EEicH)

. TEEREES 30 MEIRES

. 37 End-to-End £RICTERIZE

. EW AML/KYC 2R % (FTAFI)

. IEEREIESRNRNE (Fraud Scenarios)

. BE&—R AML BHE RS MLRO #H17

. EE®E 40 1 RFI FRER

O 00 4 O U1 A W N =

—
o

{CHAKERRELERIR + BRES + RAERSE.

B 145 | ERBENAEARSMERE (ICT & Cybersecurity, DORA
Fully-Compliant)

FXEH K (FE) BRARDME, Hl Bk (BE) LSIBRHUTILNR, 25 21EE BaFin BE MICA-CASP B &M H&HY
TOP3 #BIRZ— (BRBIA: AML 5 BRHEFRE).

HETR&IE:

» Ft% (DORA - Digital Operational Resilience Act)
o MiCA %5 63-68 % ICT &3k

« BaFin (BAIT ({R17 IT E3K))

BaFin {KAMaRisk) IT =i

EBA ICT X EIRMELS

% 14 E8HR | At 4 ICT BEE CASP FHtRATZINIET?

8= BaFin ERBHKREFH " RAGM BERETRNER, REEE:

o EERRBIERN IT FEHIERRANER

« BaFin BEZXETT. IESNEHMITEE BAIT (Bankaufsichtliche Anforderungen an die IT)
o CASP BT "EXMATIL", HIUAZI SRITRR IT 1THltnE

o KRR DORA (2025 F43%) BHIERFIAEERAM (BE CASP) BIITE ICT NEHR

BaFin £ CASP R &AL E R EHE:

o FARZRH
. MBLL
o ¥R
o FF4IEE (Business Continuity)
o R¥E (DRP)
o M IT WBE (Outsourcing — ICT)
o HYFEXFE
o« BEFE (SDLC)
o MBRFFEARS
7o, 121



- #ERe (LFED)

KRB TEEMERE CASP FKHtFTER ICT & Cybersecurity GREESZIZAR) o

88— | ICT & Cybersecurity Z22#JE3K (BaFin + MiCA + DORA 2% &)

BaFin E3R[Y ICT ZRMMMEE 7 MZOIER:

. ICT Framework (ICT EIEHEZR)

. IT Risk Management (IT XS EIE)

. Information Security (IE2%%)

. Cybersecurity (M£E& %)

. IT Operations (IT i&)

. Incident Management (E#EIE)

. Business Continuity & Disaster Recovery (AVS&ZiE4EY + REME)

N O U A W N R

FRERIRGTUEE -

o “HREAH#HIT" (audit-ready)
o “EHI AT
o “HYAT IS ESEN" (regulator-readable)

{ZAXMRER 2 8% EE BaFin AN,

BT | ICT EI2iEZ% (ICT Governance Framework)
— 2SR ICT Framework A4S

(1) ICT Bitk{4% (ICT Policy Suite)
i

o ICT Framework Policy

o Information Security Policy
o Cybersecurity Policy

» Cryptographic Key Management Policy
o IT Operations Manual

o System Access Policy

o Password & MFA Policy

« Change Management Policy
« Incident Reporting Policy

« Logging & Monitoring Policy
o Outsourcing ICT Policy

« Data Governance Policy

BaFin s EXEHR:

o XH4hRZ
o RTIER
o EETHELR

(2) ICT £A4R%2#) (ICT Org Structure)
WEE:

« CIO/CTO (HEAHBHEA)
« Security Officer (Z£fHEA)
« DPO (BEFRIFE)

o DevOps

o IT Operations
7% , 121



o Cybersecurity Analyst
« Vendor Manager (MEEIR)

BaFin @A)

Q: CTO B2&E2iN? B2EEMEBITILER?

Q: Security Officer @& JH31?
{ZHEXMAMBNES &R + Fit & Proper X1,

(3) ABSIRHEER (RACI)
BiE:

o EHRR
o ERIT
o EEE
o JEHLE

RACI 21EE S ERT AT,

=% | IT FEER (IT Risk Management, DORA-Compliant)
2 BaFin E3K CASP i HIRITR" IT NICEIRELR, €E:
(1) IT WPEiB% (Risk Identification)

fugn:
. MEWEH

- EEHE
. AU
« API i

o HEWE
¢ DDoS

» SMEARSSHER
« BRS3ERARR
. BHERX

o RTAPRIEA

(2) IT MPEiF(E (Risk Assessment)
HETF:

o Likelihood (&4%#I=R)

o Impact (FMIZE)

ERXPEFEFE (Risk Matrix)

(3) IT MpEzH (Risk Mitigation)
BiE:

« MFA

o I5lElEH]
o N

o BIAIE

« IDS/IPS
 WAF

- HEEE

o EAM9E (SoD)
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o [RFAGRIF

(4) IT MBEIRE

WIERRIRAZA
- BER
- BHIE
o NREBEEEZEREA

BT | E2EL (Information Security)

EE IT HEE{E IS0 27001 5 BAIT EX,
B EE:

(1) FiEFl (Access Control)

e RBAC (BEFAEBERIAIRA)
o MFA

o Least Privilege (F/\YFR)
o S E (SoD)

(2) # (Encryption)

e AES256 / RSA2048
o FA$AI27E6E (hardware security module)
o BURMEEME (TLS 1.2+4)

(3) #iE{#4~ (Data Protection)
& GDPR:

o #IES2E (Data Classification)
o ¥iER/IME (Minimality)

o ¥UBRY (Retention)

o $IETHER (Secure Disposal)

(4) AE5%#E (Logging & Monitoring)

AT

7

o ICRFIBERGIRIE
o HITEIERIRME
« REELSF

BET | MERL (Cybersecurity — BaFin &XE585)

PRRIREMERSER, B
(1) PAR3E (Firewall)

(2) AR (IDS)

(3) Nf=Bs1E (IPS)

(4) Web B5iE (WAF)
(5) DDosS Rl
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(6) =SR2 (Endpoint Protection)
(7) REERHRS
(8) i®A#3#E (Vulnerability Scanning)

(9) #&EMik (Penetration Testing)

SEERIR:
Q: BEMRHSTERMHA?

Q: tIT? BREE=A?

Q: BiHRERETMUIRESR?
CHRKERESESENNIRSER,

BT | IT @4 (IT Operations)
BaFin ZR#E:

1. TEEIR (Change Management)

o BEHEF (RFC)
o TEEHE#H
o XL
o EIRITRI
o MHIFIE (UAT)

2. Xk%EI2 (Release Management)

o CI/CD pipeline
o hRZASITH (Git)

3. If#& (System Monitoring)

o API RTEEM
o FBIRE

o RPRME
4. &% (Backup)

BiE:
. 2%

. WEE
. BHEDH
. RBHEH

BHEER:
SHUASHLERE > 50 km,

BT | EERLEWEME (Incident Management)
BAEE

o BHE (Severity 1-4)
o IMRZAYIE] (SLAS)

o FEAE (Escalation)
o ERMH
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RESH (RCA)
f75hit%l (Action Plan)
B BN

o MEFBMFH

DORA 3K CASP EEH# R %/ 24 MM #1Ti@HR.

B\ | SEZE SRS (BCP / DRP)

BaFin E3k CASP A

« BCP (Business Continuity Plan)
« DRP (Disaster Recovery Plan)

BliE:

o XU SIRG

o EREEME (RTO)
o WMESRBIE (RPO)
o REEEK

o BHEERAHIO

MiCA E3K CASP FFE—RREFEH,

$hTP | TASAEIE (Cryptographic Key Management — BaFin JE#1)
HEB S RANET L BB BRI AR AL

HEBRHER:

(1) FasRp7me7EE (HSM / MPC)

(2) FASAFFEHEAIEF (No single control)

(3) FAfAHIAfER MPC 5§ HSM EIE

(4) BRICRE—RERIRE

(5) BHBRAEDNIZHETIREF

BRI EE:

o TASATFETRHEE
o FASAFRSEN R T
o TASAKRMERBAIRE
o EEPRIRE

BaFin Eix&4IE):

Q: MIREXRNGZEER?

Q: Key material EE=£E&?

Q: BREETHRM? HFE? MAHhT?
{Z# xR MPC Key Management 1R,

#+47 | 9pE ICT (ICT Outsourcing — |RER RFI =)

MiCA + DORA + BaFin E3K:

o SMEER T G (Due Diligence)
o WAENSMIEIRAH (Outsourcing Register)
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o HLZEMLMRTES DORA ER
. BRAKTEE:
o SLA
o HUBMIBELRR
o RHERE
o HIHR (Audit Right)
o WSEAIEM (Regulator Access)

BaFin Fia]:

Q: EHEEETURE soc2?

Q: HEBEEEIEIEMIX?

Q: EEFLURMI MRS EEFIIEHE?

B4+—7 | BEE (RFI) 7 (Q1—Q40)

= KPR A B SE BaFin B E (AL,

ICT Governance (Q1-Q10)

Q1: ICT Framework #fali&it?

Q2: ICT Policy 8 &HLERE?

Q3: L ICT BUR?

Q4: ICT RACI flfAIEE X ?

Q5: CTO MEFAREHEBEER?
Q6: WMfAMRELFAFL? (SDLC)
Q7: AR DevOps 21E?

Q8: WMElEHIEIEEAR?

Q9: N{alfA LEPOERE FIANPR?

Q10: NAERLREHEE?

Cybersecurity (Q11-Q20)

Qll: EEBENXETEGI?
Q12: HITHREIIL?

Q13: DDoS BFiFRE Bi5?

Ql4: MABEREER?

Q15: ynfard=l APIL if1A]?

Q16: INAPREAIZBF & A BPR?
Q17: WfAfRIEIERE?

Q18: WA HISE =5 EXBE?
Q19: NAEBEAZTHFR?
Q20: fATiE RBEIRI?

IT Operations (Q21—Q30)

Q21: WAIEEEE?

Q22: WMERTEHE?

Q23: Mt E?

Q24: MASERSRERE?

Q25: WAIEEEHR?

Q26: HIMRIZIEME?

Q27: WARIEEMREIRE?

Q28: HNfAHafRIZHE A R AR FNBR?
Q29: MAIERALKAEIR?

Q30: AIEIEIEF (SSL/TLS) ?

81 ,
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Business Continuity (Q31-Q40)

Q31: RTO tMfaEN?

Q32: RPO ffAEX?

Q33: REBEHEBLTH?

Q34: HMAILAIERERER?

Q35: WMfMEREENIFD?

Q36: HFERFUBEFLETEBHIX?
Q37: WHERERTFPINAIZRMNE?
Q38: MEITXBEIHIT?

Q39: AREH TEEEM?
Q40: WfEIEENAEN?

BT | CHRAKMEEEEREIN (AXEER)

. ICT MM TR E SRITR " R E

. WAER HSM /| MPC 5E, FERARMHHE
WIEF—REENRNRSE (FRITIER)

W STEIMEBICH (Outsourcing Register)
WIERED 3 RRERFICR

IR TR (& MFA 3BHIL)

. IR SDLC (REHAX) #iEE

. WIRRITIFRIEFIERE (Access Matrix)
 WILESRRS51E (Regulator Version)

. WIS Incident Response Plan (S15E1iMi)

O 0 4 O U1 A W N =

—
o

{ZAKMAIR M.

o ICT Framework
o Cybersecurity Policies
+ Key Management

o BEM
» Disaster Recovery
« Outsourcing Register

« ICT RFI [@%&#1%l

#1155 | )rEEIR (Outsourcing Framework)

& ZHRKE (FE) BRAE ME, HlH Lk (FE) USFBPRUTVIRE

%8 15 Sl | Atta%E (Outsourcing) B{EE CASP REBFIAIEHEREE?

[E3 MIiCA + DORA + BaFin £[F%t CASP SMEi HIREEXK:

o A5 ICT. ®BRE. X5EE. UBLRIEHEXMNIM
— A XM (Critical Outsourcing)

o EIMIEBIERE, BaFin SEIEIEMER
o SN EES ZHMERMAINZE TR RSEXEE
o DORA E3R CASP WIMEE=AHIT REERIEEH

EEEEREO=FE:

=0

1. BORFWINE — CASP FTiEIEHI XL
2. SMEIBAREE - TEARETFSE
3. ShEL Rl — EME P BRI S R AT
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Hit, AERRE—E AIR3Z4 BaFin WM BERER (RELER).

$£—T | JpEENX (Outsourcing Definition — MiCA + DORA 15:)

FEUTEE—T, BMRAAINE:

o RAEHE=FREHIEE (coud. ARSER. FHE. KMS)
o XHIEESIEIHNE

o HREFEIML (W0 Fireblocks. Copper)

o FELMMITE (Chainalysis. TRM Labs)

o EF KYC RSSHME

o REFENING

- ZiRSME

o RAFLRHIE

o ARZ2RIEE (AWS / Google / Azure)

MICA $FERE :
‘RS REBEPEASRE. XEHR1T. XEB, IT R%E, YW AX#EING (Critical Outsourcing) o”

XEREEE CASP EATRERILEINML
{8 BaFin EX: #FAMIPERIT TLBEXER",

B=% | a2 (Outsourcing Classification)
8 BaFin K =29Ma:

A. Critical Outsourcing (X§#5r 1) — R™Hg

WTHR:

o AFEEM
A

o A&

s BRFATRE
o ICT RKip&

o MNVEERTIEN
. HiERE

o BENHATHIT

o RSS2 (AWS / Google / Azure)
o $%E13EE (Fireblocks / Copper)
o MPC Key Management

- RBIEE | BERR

o RILVEIEREE

o AML/KYC &4

B. Important Outsourcing (EEj)

fugn:

e KYC ATE#
o XEMTE
o« MIFBIERS
C. Non-critical Outsourcing (JE%§E5hE)
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a0
HiHEHE. iR, THERE

=% | 4pE;512 (Outsourcing Governance)

I Outsourcing Governance Framework, 3%

. Outsourcing Policy (SM2EIREER)

. Outsourcing Register (M EiCH - REE)
. Vendor Risk Assessment ([ 7 XL F ()

. Contractual Requirements (SRIZEXK)

. Performance Monitoring (4534 144#%)

. Exit Strategy (GRHIHEHE)

. Concentration Risk Control (S£eFE XIFEHEH)
M5 5R1A (Regulator Access Rights)

0 N OO U1 AW N

XX BERE BaFin RE A,

$IH | SrE%igM (Outsourcing Register — DS EER)

X7E BaFin HEME—XH, HAEE:

FE& RE
Supplier Name E=HHNEEM
Service Type ARS8 (Cloud. Wallet. KYC %)
Criticality ESi-NI- LN P S
Regulatory Impact ~ [RE &M MICA ER
Data Access B RIEME PSR
Location HETEE (EU/Non-EU)
Sub-outsourcing =EEHEN
Risk Level =/ /1R
Monitoring Frequency |3z 4fisR
Contract Signed Date [&RI%E HHA
Exit Strategy IR
DRP R EZRE

SNEE MU NS EEEN—Ro
{ZAKMAI R H TR ICAER,

BHEY | HEFRENAZE (Vendor Due Diligence — VDD)

MiCA + DORA 3EHIZEK CASP XENE#1T @4 mRABMRIE,
AT E=MEE

(1) ZR5MEMIE (Legal & Regulatory Risk)
g

o BIBRRTRIAEME?

o HNERERTS GDPR?

o« BEMUTFENREEREX?
. HUBHEEZWE?

« BERAZESMIEH (ISO. SOC2) ?
(2) EER2MPE (Cyber/IT Risk)
AT
o BEBITHEM?
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(3) IBEMPE (Operational Risk)
g

FERAHE?

AR FMEIERR (Uptime > 99%) ?
BRE?

BRSHRNIER?

fl A0 AD AD

=
=
=
=
=
=
. B

BaFin Fa]:

o “FUN{A AWS HITRIRIFE?
o “HNBHEEREERN, (RNETERE GDPR XE?
« “HBFEEIRM SOC2 IRE?

2K &S Vendor DDQ (R ERIAIAE) o

EBAT | AFER (Contractual Requirements)

MiCA + DORA EXIINEERMNEE 10 BUHFRR:

. SLA (ARSZRFIHMN)

BUBIARL. MNE. REEXR

. HR A S E T EERI XS (Regulator Access)
. BT (Audit Right)

. BYMaPR4] (Sub-outsourcing Restriction)
RUHEREE (Exit Plan)

. RS REMBENIN 5

. B8R (Incident Reporting)

. BUBRS

. iER%E (Preferably EU)

O 0 4 O U1 A W N =

—
o

TLHEEE 3 £M%E 4 %, BaFin REE,

F£EH | ShasiiE (Performance Monitoring)

CASP I FRE N R 17 iz, B!

- BERSE

o SLAHE

o EERICE

o RABHICTE

o RIAERER

o REET SR

o FERENENKREE
TEERZMER", DA

« Control Evidence (E#E)

e Logs (A®)

o Reports (iR%)
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BI\T | SFEREEIR (Risk Management)

B

(1) &£hERMBE (Concentration Risk)
filgn:
e 90% XEARSZEBTE AWS £ - EXE

(2) RFtERE
fugn:
- BREREXRBRE—MHNE
(3) {HRI5EMPE (Supply Chain Risk)

HYBFEEBINE - BAFEIRBINEL,

BhY | B (Exit Strategy — #&)
IEE:

o BRI

o RS EHITXI

o BT

o AR

o BRRFEAZEM
o BAMHLNE

o XIPRIT(L

. BEZE

o ERAE

MICA BBIRER" T EIME FHARS AL

£+ | FEEHREIE (Outsourcing Incident Management)

SNEERES:

o =RSB/EN

o BREHENERA
o KYC TEEH

o RSIBA5IEHIE
o HAEEIERE

o HNEZEIMERE

N

WFHAT:

. BIRS!

. RS TG

ERE BN

. [R5 DRP
JHERZ

ARE D

TR

8. BTN R XL TR

N OO o AN =
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DORA ERKIBIMNIEMTE 24 NHRBIRIE.

B+—1 | KE# M (RFI Q1-Q30)

UTHCEKMEEETELREAESS:

HEBERE (Q1-Q10)

Ql: HYEMIATERTA?

Q2: AR ITRERIAZE?

Q3: HNERERS GDPR?

Q4. EEHEHN BNV SREM?

Q5: BREGFERING? WMAEE?

Q6: EEHEMNBERITME?

Q7: SNfAldsIEHR7R SLA?

Q8: #faliFfEIME XS L?

Q9: HEBERTREEEMNNIRE?

Ql0: 5HNENERREEEMERRN?

X#5e (Q11—Q20)

Qll: AL BERSIRAXEIND?
Q12: NAIIEHER ISR RIPEE?
Q13: {HRZEHY ICT 225 TS DORA?
Ql4: NAHRIMERAPUTIZICARSS?
Q15: EHLNET™, WAIhIE?

Ql6: MAEBR=RSIRMERE?

Q17: T A ENEREEMG?

Q18: A S BMER & FIROR?

Q19: WAIEIER &EiTRIEIE?

Q20: BREEFEHNBTERER?

SFERE (Q21—Q30)

Q21: ERAREEEHITN?

Q22: ARRTAFREIAR?

Q23: WMfAEESRESEHEL?

Q24: HNEEEFHIET SLA?

Q25: IAIFEERZRNEIME?
Q26: ARRTRILARAHENTING?
Q27: ERREEXEHEIRETE?
Q28: ERIRTERME?

Q29: ERIRBEREZHIIE?

Q30: EREEEEBREITH?

B1HH | CERKEEEEREY

{ERTERE MiCA-CASP SSHRE), FATRIZEIN:

FRE XBIM B ILHIT—R5EE Vendor Due Diligence (DD)

1.

2. W Outsourcing Register (ShEEIZH)
3. %IEETT SLA SRERESHNH

4. HIMBRMEERH SOC2 Type II 1R

5. SR AEE 10 B MiCA 3&HI%=
6.
7.
8.

A\ A\

A

FHEREIIEER (U0 Fireblocks) W {Ti4s8 iR
BREATEERTERNINET

WIEE 20 (35ha15RM Incident Simulation (EHIE)
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9. EERAI S TESZEL 30 1 RFI FEER
10. BB, UMM EARSE

{ZABKRERTER

o JMIEER (Outsourcing Policy)

o JMBEIEM (Outsourcing Register)
- #EZERYE (DDQ)

o SAEEFFIER

o SMENBE L

« Outsourcing RFI EI& 8

16 & | EF&E{#IA (Safeguarding of Client Assets)

H (ZHEKE (F8) BRATME, #H EEk (FE) SEBREEIHE, LET2EMEE MICA-CASP Bl ARET RXE
BiZivm (Top 1), RE Safeguarding A&1& — BaFin KEIEES, F#HNT—H RFL

FERBTRFET!:

« MiCA 5 68 % Safeguarding K

o £E ZAG (Z(TRSEKEZE) & KWG RITWSEKR

« BaFin EPZ£F2#N (Sicherungsanforderungen)
« EBA Guidelines on Safeguarding

% 16 ER% | Aft4 BaFin HEPZTRIPLLEREREP™1E?

Tl
7o

[

BEIAAMERFBRBUTEREEHE:

=0

o BROMATREWE

o MBEFEFE KA

o BPFAFSHSAREFER (commingling)

o FEBWSE (custody) BF MICA THREEERRS

o BIRNFREESEESBESKAREK
Fitt BaFin 32%IZK:

“ERAEBRREATIEEATTERE (100% segregation) , AEESER”

BHmESE:

o AFFIRELEN

o BRI

o FAfAEE (Key Management)

o A7EfE + MPC/HSM

o XBXM + 5E LTI

o IEZENPREIF

o EPAEEELF (Client Safeguarding Account)

o IS IT NREE
o BPRIEMEE SEIERGE

RER2MN NEARE EREESNERZ—
FERTEEY EELEER + TRENITHE.

$B—1 | ELH (Safeguarding Framework £%)
MICA + BaFin B3k CASP iR — METEIHIE A AFRIPER, I
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1. B=lRE (Segregation)

2. $%8454 (Wallet Architecture)

3. fA$AEI2 (Key Management — MPC/HSM)

4. § E34M¢ (Onchain Reconciliation)

5. & Safeguarding (Fiat Safeguarding Account)

6. EPE~WE (Client Asset Ledger)

7. IRFCRIZSMR (Withdrawal Controls)

8. Azl (Access Control & SoD)

9. ZEEkEHLIE (Loss & Incident Management)
10. fRFE#NF! (Insurance / Crime Policy)

BUUI IR XHIERA + RAIER + ALRLEHGER,
CHRKBE N ZEITELRRESTTE Safeguarding EfF, AIEEATEEMEL

$B=% | AFMRE (Segregation of Client Assets)

MICA BBBRHIRE :

BEREFBAS AT BEE (Own Funds) EREARLE. WS L. AL 100% R,
2= BaFin s2EIMIT = BIRE "4
A. BARFE (Technical Segregation)

o BPARCHAEFTIRIIFE (Multi-tenant wallet with logical segregation ¢ Multi-wallet segregation)
o AFRBBAFARERTEFEE
o ATAFARIUHIL, “HHRARHER"

B. H%PE= (Accounting Segregation)

AT

o Client Asset Ledger
o Corporate Asset Ledger

B—HEF AR

o HREMAE

« EFID

« TXID

o R5BYE]

o REUIERA
C. k2= (Legal Segregation)
ERER:

« EESEL (Custody Agreement)
o HAFEAEFIEN (Legal Title)
« BAHfs CASP {4 Custodian, FABEEF A

{ZAXMRERFTEZAB T BaFin B#t.

=% | §£8%# (wWallet Architecture)
B BaFin s NSO EE, i
1. 48 (Cold Wallet)

« 100% Bk
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o {#R HSM/MPC
o FiEfhE BER
o (REBTKHEEE

2. #5268 (Hot Wallet)

o (NATEI3Z5
o BABRE (< BFEEEH 3-5%)
o WBIUHTTIREIEH

3.;88%8 (Warm Wallet — E{EH)

o ATHERN
- BMLKIHE, BXRMEETFREE

4. HEMPEEL (Wallet Risk Rating)

» High Risk
e Medium Risk
e Low Risk

i AT
BE=M:

o BHEINFSHE?
. HERMESL?
o BEREA MPC?
o BEEA HSM?

#mT | fAtAEIE (Key Management — MPC/HSM 3RHIER)

BaFin FEMfa/R 37!

o BAEHITALA

o B (Software Wallet)
RINFRFE

o RFITEPRIBR

o ABREIFELZEFS

BEEK:
(1) @7 fER HSM 8% MPC

HSM (Hardware Security Module)
MPC (Multi-Party Computation)

MEEHRE
o YIERE
. BADH
o TABRIRIZEH

(2) EsRIR(FAEHMATEHIT
B

. TRIRMF
o WAL
o TPED
. TPME
o TP
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(3) ESBBAMITRABRE (SoD)
EC NG
o REA
o HITA
o HUEA
IR E AR E R,
(4) ZEsRRERIE (Key Recovery Plan) #%7Hg3e
BIE:

» Key shard 1B &

. MEmZ

- REME

o 2FE{#ER Shamir Secret Sharing (SSS)

BAEY | §EE3MW (Onchain Reconciliation)

XEEEREREMNIEERIIER,

A

L B ES R
HE_ERER M SH (Daily) |HAFFAARILHITHE EEWHIZT RS E
RHXM (Tx Reconciliation) |BPEY/&H FHEE TXID SHUBEIZR#HITILAD
AFEROSH LB EATREHAULZIME Incident
RS ER =H B e RIRFRFH IR MLRO/CTO
BaFin 23K

o BEHEENKRERFE
« REHE
I EE R

- RERESRAERE

A KRR R 5228 Onchain Reconciliation %,

BT | EPERE (GE%) FI¢ (Fiat Safeguarding Account)
& CASP WAt EE™ (Fiat) , AURfH:
A. EPASER (Safeguarding Account)
o EEEHBZIHERITHIE
o BMMAMET"FFER"(Client Safeguarding)
o CASP FEERAETFES
B. S HRITM
aiE:

o RITRE
o BFIKERE
o ERD
- RELER

C. AREEEEXHF
o =AY (Tri-party agreement)
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o RITHINME
- BHIER

$BtT | 1IBEGRIE (Withdrawal Controls)

IRFZ BaFin EENE SN LTS,
CASP WATNEEL :

1. Anti-fraud g5 isiE

BiE:

o RARIRER

o REHEER S

o ZEFINE (MFA)
o FE1THIAG

o BRRERR

2. Z4E#L (Multi-step Approval)

&&  EHHA

/BT |CS — OPS

FEm |OPS — MLRO

K& |OPS — MLRO — CTO

3. NEEXRRZ L
B

o HIFEER
o WFEPRER
o HEE XX

BI\P | i5iniE% (Access Control — SoD SEFIER)

FIBESE P AFFHEXNALLTIHIT:
 RBAC
o SoD (EL=ANR)
o MFA 33
o Admin B RAMZIE
o FIENBBREXNTAEN
o REBEDERAFEINIRNEE

BAY | BERKEMNHEIR (Loss / Incident Management)
KAEE:

o EHURR
o RSIE(G
o BB RIFER

WHEBR (MICA B3R 24 /)\BY)
o EFHEIR (WIS REE/ES)
o BFMEMAVIE (GNER)
o H5IRE (Loss Report)
o BEITH
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BaFin #4im]:

Q: EHXBWE, MAKEBEER?
Q: BREHMRK?

Q: BEEHEHEEI[FEMHI?

%1+ | RF€ (Insurance / Crime Policy)

MiCA FRagl{RkE, 18 BaFin 38ZIEIN:

« Crime Insurance (E5\VIBTRIRE)
« Cyber Insurance (MRRS1RH)
o Wallet Theft Insurance (B BIFM)

XRURSHETREE, hRAVEHRRREES.

B+—7 | KE#F (RFI Q1-Q40)

UTABBR{CHEXMELEERT BaFin ESHMERLE:

#ER2 (Q1-Q10)

Ql: RERGRTEZL? AtA?
Q2: RREARTREBL?

Q3: BEER MPC/HSM?

Q4: BHREHZ AR

Q5: HFHEEMMMAEE?

Q6: AHREMIETAF?

Q7: BEAWBENR?

Q8: HN{ARHLEIER A S ZREXFAEA?
Q9: MAE REZHIRIE?

Q10: AR ITEHLIR?

#AFRE (Q11-Q20)

Qll: IMERIER &= HHA?
Q12: MIERENEFNRERT?
Q13: BREEMIIMKE?

Q14: UfATHITHE L33Me?

Q15: WAL IEZEFERO?

Ql6: MAEEEF It ZE?
Q17: N{I=HIRERERHE?

Ql8: BERA-RERMER?

Q19: HEFBRRWAIME(T?

Q20: NI ERELFAEA?

EMAERIP (Q21-Q30)

Q21: Safeguarding Account @& Fi&?

Q22: FRITRGIRMEHIAE?

Q23: BEEH#TEAXMNK?

Q24: ERUWAMIREI?

Q25: FRITKF BEHRIEE?

Q26: BEENZ NIRIE?

Q27: RERUEMNEFPEERPENATIER?
Q28: BEEFEENMEIT?

Q29: AR IRERITARSS Hrli?

Q30: BEHE SEPA X paizl?
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REREE (Q31-Q40)

Q31: RFEHRERMTA?
Q32: RFIRENMAILE?

Q33: BEMTRME?

Q34: BEHIT AML Riz?
Q35: IEHRFEMELIRG?

Q36: BREEIIERE RIE?
Q37: OTP/MFA 2&E3&E?
Q38: RFEAMBEEILR?
Q39: BEHERFILENS?
Q40: INEMEF ERENITHEHE?

B1+H | CHERKMEEETZFEY (MXR)

1. f£F MPC (Fireblocks / Copper) KiEiRS®HEEIE

2. IR ERMMBHEIETEERR NS T

3. BAESEHE EMWKAR (CSV+EE) 4 BaFin

4. & 20 MERERER (Use Cases)

5. SHRAUITMBETEIMZSNE (EiGht/ER)

6. W72 Withdrawal Risk Engine (ZFXPE5|%E)

7. 5RZ132NAE Wallet Theft Insurance

8. #1I Client Asset Ledger (FF #F=HH)

9. 4} Asset Segregation Testing G&AF= IR :MitiRe)
10. HHZE 30 & RFI IREERE (WEHF)

{ZAKRERTLUR A

o HERGE

« Key Management Framework
o HEFWKTA

o AFEfREIEIANH

» Withdrawal Control Policy

« Safeguarding RFI [E%&f1

B17 B | REERSRBFE (AML/CTF Framework)

aXH CHEKME (F#) BRAR ME, HH Bk (BFE) SEBRHEHME, KAZ2%EE BaFin BE MiCA-CASP iR REE
HIZLET 22— (TOP 2, {URF Safeguarding), #H BB F RaE]ZHAEREERR",

FERTHET:

« MiCA (Regulation (EU) 2023/1114) % 63—67 £ AML ER
o BREHEASRKEES (AMLD6)

=E (GwG %%’%) (Geldwischegesetz)

BaFin AML Circular (Interpretative Notes)

EBA AML/CTF Guidance

BaFin FCTR (ERMBFERIZRAREEER)

% 17 E#LA | F91+4 BaFin i AML/CTF BEGHRIRSE?

TER2KE AML (REH) BERERSNERZ—, RESHE:

N

o ZEZERE AMLD6 &P EHEE
o EEAM (GWG HHE) BERM™FRREBETA
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o EESREIRS] (FIU) MMBERZREHE

o MEAFREEREEMN MEERERITIL
RERSIK STR/SAR (AIRERFZiKkE) RREEKBERZ—
BaFin —EXMENMREF EXL. SEE.

S ]
B m
|m>=+

%+
o

ES]lids
—4* CASP iJ AML/CTF {ER XA S5RITRASERS, FRRFEHERIDITE,

AERFLEENEE MICA-CASP &R AML/CTF 2K R (RESEIEMR) -

#B—1 | AML/CTF {EZ222{%45#) (AML Framework Architecture)

fEE AML HEZR TR ©

1. W XEETEE (Business-Wide Risk Assessment, BWRA)
2. EPRERAZE (CDD/KYC/KYB)

3. hns&RiE (EDD)

4, X5 (Transaction Monitoring)

5. §I1#ZE (Sanctions Screening)

6. PEP/Adverse Media fH&

7. & E94F (Onchain AML)

8. SAR/STR & (1R3ZL4LTZE FIU)

9. AML Ktk 532{kFM (Policies & Procedures)
10. AML BRZ345# (MLRO + AML Officer)
11. ieRfRE (Record Keeping — 5 years)
12. BIiEiIl (AML Training)
13. AML J3EREE T (AML Audit)

IAEZREfRIER D R S AR EB AT AE S 2N BaFin $E#t.

B9 | WEZMEFL (Business-Wide Risk Assessment — BWRA)

TEE AML EME RS CASP #ATHIT:

BWRA = R Ei#T AML RFEIREI + & + BiY mitigation
R EE:
1. =mMPE (Product Risk)

- XBMRS
- HERS
« OTC

« Staking

o SHARSS
o EMAE/HE

2. EPMBE (Customer Risk)

o A/

. BAEEF

o BRRER (FATF FIK)

- EREFR

« ERNEILEHM (UBO FEEBAAN)

3. #uiEMPE (Geographical Risk)
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o HlEHX
o EREBLUSMNS RS
o RIFABFIEFEBER

4. ZZMPE (Transaction Risk)

o KET

o &

o OTC

FafA™ (Monero. Zcash)
« BM2% (Tornado Cash)

5. KiE@MPE (Delivery Channel Risk)

o KEFP
o EEMEINF (Non-face-to-face)
o BEILTHE

BWRA /S EEHFH A BaFin 1232,
{ZHKBERT BN SR ST BWRA 1R1R,

=% | EPRIFAZE (CDD — KYC/KYB)
=[E AMLD6 + GwG 3R CASP #17:

A. 2338 (Identity Verification)

PABRYGA:

o S{HE/APER OCR

« HIHERR (3 NB M)

o JE&KZE (Liveness Detection)
o IP + FHIEIE

lkEF (KYB) @7

o GERMIEER

. NEERE

- EFFICH

o RARZICH

« UBO HFEEBAA

o REFSBEA

o HEFRIR (SOF/SOW)

B. MBEiF4R (Risk Rating)
WAMER 3 REF:

o XS
o FXBE
. BN
BAUEP MM
o FIRIELR
o TEHAE® (Annual Review)
o WRfhk EDD — B&IEHHITL
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C. EFPpEft% EDD BI1ER:

. BREER
. BaEZF
. XE%EE

. EGRE

. BReE
. EARALE
. OTC AZiZ%

MY | M3ERiF (EDD — Enhanced Due Diligence)

EDD 22 BaFin B & CASP BEME S,
MRS

1. 2 ¥E (Source of Funds — SOF)

flgn:

H

g
RITHK

I A W
AL ONNLE]
i S3IERR

oHr

H o

e

N

2. HERE (Source of Wealth — SOW)

fugn:

o ABRIGIERA
o EFEIERR

o JEHFH

o HRFGIERT

3. ERESiEZE (Background Check)

BiE:

. B
. DlAEE
. TR
. WHEEK

4. 5§ ER¥® (On-chain profiling)

AIER

o Chainalysis
e TRM Labs
o Elliptic

XpEEFE:

o BER

o RMaE

o BHRZ

o OFAC #hit

o ERFRER{FHnE
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BHEY | HIFTFE (Sanctions Screening)

MBS

o UN (BX&E)

o EU (BRER)

OFAC (%=H)

o UKHMT (ZEH)
EEEXRBIREE

WA LT IR #AT screening:

. BFUR
o BAVEFR
« UBO

o Bt
s XEMNFH

R match (8pHR) @440

o IIBNERL

« HIITLL+ 1281

o MLRO &%

o BRRESF

o TMEZE SAR (AIRERZIRE)

$87\T | PEP & Adverse Media (Ba2RAY. SiEiRF) HE

ABUHIT

&

« Politically Exposed Persons (PEP) &%
o MLt X OIGE
o fAEHEKRE
ERIEREE:
« PEP
o HEEFIR
o JBEEXEX
WHIEVIRIAZE
5kEXEEX

EXEE PR EDDo

BHT | TBYM (Transaction Monitoring — 1779 + ANMIIEEY)
X BaFin BEH AML BRI,

WA 2 KIFE:

A. Rule-based (FIMJ{HE)

flgn:

. BIRZ
. KERX5H
. DIFRH
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o« BEMHBRE

o fEFARRFAT

o WENERIE

o ZHEEKEE (Layering)

B. Behavior-based ({777iE5)

f54n:

[N

THRALK
RBEEF BB

- REEEURS

o BN E BT

BHREEGM:

o 4P alarm

e HLl - L2 HE

o IEREHRMAIR (Case Management)
« EREME — SAR

BI\Y | §5E3ZZB MM (Onchain Transaction Risk Monitoring)

FRE% LR 5B

« fH Chainalysis/TRM i#%
o i XIPE (Wallet Risk Scoring)
o REIFTRRZERE

LA = N=]
. KMERTEREMS

o RBIKIE ML
o IRBIXEEXEEEE (Graph Clustering)

MICA SRFIZRHE LintE, X5EAEREERE.

FhY | TERZBIBE (SAR / STR — @{EE FIU $232)
SAR (Suspicious Activity Report) 123ZHIZ:

1. ERER (R%)

2. L1 %%

3.L2 BEEHE

4. MLRO JR%E

5. 123344 FIU (24 /NBYR)
6. (RFIEE 5 &

AT
o SAR 1&EiR
o SAR RIRIKIE

SAR fERZHEI (220 1)
SAR 2R (30iEMA)

BaFin #4a]:

« "SAR LLBIRBIEE? ”
« "SAR I RIFEEMHA? "
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#4+1 | AML X#4{FF (Policies & Procedures)

DTS

o AML Policy

AML Manual

o CDD Procedure

o EDD Procedure

» Transaction Monitoring Procedure
o SAR Procedure

¢ Sanctions Policy

o Wallet Risk Policy

o Customer Risk Scoring Method
« Training Policy

» Record Keeping Policy

FREX MR EE S,
{ZAXMA LR HEER X HER.

#£+—7% | A&a5EE (MLRO + AML Officer)
MiCA + GwG E3K:

MLRO (RiksEfisiA)

AT

=H

o 20

I FEE R R
BEREEER

Fit & Proper (Z + @&17)
RNTRELRS

Deputy MLRO (&I MLRO)

AT

o & MLRO
o IIUEH| (SoD)

AML Officer

fa

L.

a

» CDD/EDD
. RE
o PEITE

B4+=% | icRIRZ (Record Keeping — 5 years)

WRTE

. S5
« EDD Z&Hl
o HEEDMIRE
o EIRIER
o SAR &
- X5 HEE
o« BRRIER
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o IRERRIEE

BEEEERRE 5-10 £,

=0

#B+=% | AI AML ]l (AML Training)

FRBE R T

o &5 1 AML I
o $EBRSI(I (MLRO/Compliance) S¥&E—RK
o REFIZIIESR
FllNBaE:
 AMLD6
¢ GWG
o UM
o HELED
o SAR 12X
o HE

{ZAKBER fHE AML 13311345

$£4+mY | AML AEBEIT (Independent AML Audit)

MiCA S&HIEK

o AML &F— Mt
o HIMREMVIRRAEES
o HITHRBIE:
o CDD
EDD
™
SAR
Sanctions
Onchain AML

o o o o o

B+HED | KE#¥F (RFI-Q1 ~ Q50)

T BT ELEETEE BaFin ESSAMEEIE:

CDD / EDD (Q1-Q10)

Q1: CDD mizsnfEIgmnt?

Q2: EDD f&imERMtA?

Q3: N{EI%E3E SOF/SOW?

Q4: KYB IfAIZERRAR?

Q5: WMERRFIEXRITIL?

Q6: EEEHEEFNK?

Q7: BEAREEFIERK?

Q8: #N{ai# 1T Address Verification?
Q9: WfATbIR{ERRAME?

Q10: EDD #{faliz®?

Transaction Monitoring (Q11-Q20)
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Q1i1: "*EMUHUJJB‘E?

Q12: MERFIIFR S

Q13: WENRAEHEER

Q14: WMfTEBES X %?
Q15: MAHRITITAGE?
Q16: WA IEREER?
Q17: XHFAEIRMNINERTA?
Q18: WARIERABIE?
Q19: IMIFER B NLTH?
Q20: YNfAE{TEEEREBYINIIE?

Sanctions & Screening (Q21-Q30)

Q21: Screening TEZHA?
Q22: N{AIRIE OFAC saeh?
Q23: IMEHITHRERE?
Q24: IMAIEREZ?

Q25: WNfaIEHHZE?

Q26: NfAIRIRRFAME?

Q27: BEEVMAER?

Q28: Screening SARZA4?
Q29: RF screening XFH?
Q30: $&_E3atyN{Al screening?

SAR (Q31-Q40)

Q31: SAR fRATERMTA?

Q32: MAFIETREIRE SAR?

Q33: SAR EEHENEFEHEH#L?

Q34: #fAfR?E STR iBR?

Q35: IARERETRAIEERR 537

Q36: AR IRFE EAIERRT 52

Q37: MNALIERER EN?

Q38: BEEFELXZHHI?

Q39: BEIEHEF SAR?  (R5@H)
Q40: A5 FIU th{E?

BSIER (Q41-Q50)

Q41: AML BEBEXMAZA (RBA) ?
Q42: BWRA ¥faI$A1T?

Q43: WfAfRIE AML FRFRE?

Q44: WAEEERIRE?

Q45: snfamlidt AML $EHIBEME?

Q46: FNE#E1T AML 13?7

Q47: WfAIHEITIEE?

Q48: NfaisiE AML SEMEH?

Q49: WAIEBENE (KYC/AML Tools) ?
Q50: IMMRIE RSN

BT | {CHEKEEETRFEIN

WIE R Chainalysis/TRM {ER5ELE AML TR
TERED 30 £ 5 EEAN

R 20 £ EDD 5| (SOF/SOW)

S SAR 1232 712E (Regulator-ready)

1.
2.4
3.4
4.1
5. WIS Screening Sample (sFHR )
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6. I Customer Risk Matrix
7. KYB %/EEEIHAA UBO
8. WIS AML Bl S53EH
9. 4R BWRA (LSRILIFERE) TR
10. ##& 50 &% AML RFI EZ (RRang&E I KIgRSEIER)

{ZABKRERT LUR

o AML BISREE

o AML RGSRIFE

o AML BB RIZE

» Transaction Monitoring Rules
o SAR #¥7

« EDD ¥
o AML RFI N7 1&E#R

58 18 & | BaFin HE&ERIE. BEMF (RFI) BRI SEiIXNE

XX CEKE (FH) BRAR IE, Hi EEk (BE) RHEHZWiHE,
HEZEE CASP Bt REENETZ— (TOP 3 BRULET), BRERIFETINFED,
REReMBALRERRERN. MRS, BEKNERZ—, 282 FCHEIMELEANSFNEERNER, TRENAETHITR

12
1o

—m@igR4: EE BaFin WHEESZ " WME "5 EiX”, FRERMIR.
EH MIiCA, %EIR BaFin WEETE.

F 18 E 2EMER

. BaFin @iltE{&Et{ELZ (12—24 18)

. HERE 6 AME (NIl > RFI - @i% - RE)
WEEMF (RFI) 2@ (T35 90-180 {Nal#d)

. BaFin REiRiAM 8 XSihiaE

{Z#KBEEEIR: 300 % BaFin RFI [REIRIAR (4E1k)
6. WEM%X (Interview) RiE + iARE + B

7. A1+ 41EE MiCA-CASP HiEfESEE—?

8. (CHAKMEL: EEHEERINER (REKFEEIN

ua A W N =

%8—% | BaFin EHiltE{#8EE (12-24 1A)

TEEERIE CASP RB B FHR

e NE Fhitedia)

0 HIEATRE + SetfsiE 1-2 MNA

1 A ERIEX T=0

2 FXEZE (Formal Check) |1-2 NA

3 $—/R RFI (%M¥) 2-4 18

4 %R RFL (%M¥) 2-341A8

5 HEmEHE (Interview) 11A

6 B#% RFI / Clarification 1-31MNB

7 HeEE/HEL 27 12-24 N

RERE REE", FIERBBUMERAEMSEK.

$£=1 | {26 BaFin HERENAME (REERR)
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BhER 1: Formal Check (F:RUEE#%)
BaFin £t0%& ;

o XHREFE

o EEH. RO. MLRO 2TBAER

o RGBT AN

o HEMEEENE MICA BRER

BER EXTMBRREN » KK

Bfif& 2: Substance Review (LHEHZE)

ST

o AR

o« BERE (Safeguarding)
o IT RE5H

o AML AR TEEM

o RBHEMEHE EAML

R Amiﬁﬂ:”“

o BEITHIZEM

XEE RAENEEMR.

PiiE& 3: —X RFI (Regulator Feedback / #%)
% RFI —RES:

o 60—120 {a)gH
BF2AMNRREE
o FE&£H7E IT. AML. Safeguarding. RO £, 35 Mis

RIENMEE:

o EXPEBIEF
o MBS
o ERIMEE. REE. HERE

PiiE&k 4: =X RFI
% % RFI:

« 20-60 M
o ERTEWIESE 1 X RFI EZE ATAT
o EFIERBEAIEEM

540 AML 2241

o “MIRFFFEN 3 MAERBEER, RUNAHETXEL?
o UM REEINDIRRIH?

FiER 5: BEMmi% (Interview)
AR
. BEAER
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« RO mi%
e MLRO Ei%
o CTO/IT Ei%

E%EE:

o F1F 1-2 /By

o RAZEWARIN GE 3 F)
o« ERERHANERLREN

o RANRAT, MmAFH

H%kE—RATE 2-4 AUE “Final RFI"

Fif& 6. Final RFI (RG#M¥) — RBERE

&5 RFI:

o HEWRD (5-20 %)
- BNRBWIARBESSIESIE

WREERYF — &Y
WMRAFE — RO / BREHIRR

= | RFI (#M%) Si9MLiRRg

fEEFRIE MICA CASP HITFIg4MEEE

43 90—-180 FKinl&H

#—X% RFI: 60-120 &

$ /R RFI: 20-60 &

R4 RFI: 5-20 %

&it: ~ 90-180 Al (ERRZEfMI=RS 300+)

ingd 1: AttaEEHMFHREMILK?
A

1. BEEEIAN "MBETLRAS K"
2. MiCA FE{EEITRIE 1

3. BaFin XX R FUEEIRITHRS!

4. {8E AML iy (FIU) MMZZRZHE
5. IT REBRER T ERMEAIZHE

$W5 | BaFin @iz (5 8 3¢)

250 A | FHIEETX (Business Model)

o At AEEREEERE?

o BirmZRMtA?

o W{EERF])?

o BE MWK Staking? BEETF MICA IESEE?
« OTC WfAIEENPL?

351 B | Safeguarding (Z£RE)
XEEERTHEHS T~

s BRRTHEWERE?
o XBZFRESHLE?
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o RITIKF ZENR?
o YRITWFHOARPEFAAE?
s RPAFEEAURATAREE? (F88)

£ C|ITR2 (ERR2 + RN

o BUEPOEPE?

o R/AEEBEMAEER?
- WIABERIZ?

« BEREFESA?
BHITEEN?

A% DDoS BAtF?

=
=
=
* =

35 D | AML/CTF
(P TEE 17 EEIFAIAER)

 CDD/EDD 3{a1{7?
o FEEXBRUIAIIRE?
o SRR ZINMELLIE?
e SAR (STR) faR%R?
o X5 HEMFNIHE HpLL?

23 E | ;RIBLEM (Governance)

. EERTASTLER?
. BARRTER
. UBO REARK?
e RO @& A% Fit & Proper?
¥5 F | 55#R% (Compliance & Reporting)

o YA BaFin IREEEEI?
o REBERIHINMAIHIT?
o RITEMIFITRI?

25 G | £F4IBFEMPE (Financial Crime)

o WARRIERIER 572
o WEFRLESREIZS?
o YNfERREE FHnE?

250 H | Ik ZaT$s8i4% (Financial Plan)

o RR=ZEMSIER?
BERBRRERFITE?
BREBEEMHATH?

bt
bt
BEY | (oHEkMIRREIE: BaFin 300 £ RFI &1L AH
(CHRKMEBEERIER N EE M, BIEBEH:
300 &£ W RFI %R (&)

(L RZASHEFREEE 17 EREBL BT, XBIREHIZDE)
106 , 121



o EERE (30 %)

o AIBLEME (30 %)

o AML % (50 %)

o ITREZ (40 %)

« Safeguarding 2 (40 %)
o RUE + RERIEHIE (40 &)
o RBEWS (20 %)

o fEEAML 2 (20 %)

o Hit/iREE (10%K)

o HHITH%E (10 K)

o EEHZE (CASP RSBE) 20 %

TR RE IR NE R AIRE,

B R EXBE U EE THTEMA:
AEXERTITHPDFX 4. 300 £ RFI £ Q&A IHFEME (ESEHIERER BaFin), H{CHAKMEERELHEZHRIET,

FAT | HEMW# (Interview) | iz + Al + EHIEE

EEREEXD X!

S

1. EEmi%# (Board Interview)
2. RO i (MEHZHEA)

3. MLRO Ei% (RiEHEHFA)
4. CTO/IT @i% (R4AR%)

EFmXES (FiH)

i At aEFEEmIEE R E 3K?
T (CAXKMEEREE)

- BEEBREZRMELMIZNE

o TIHERA

. SMEFREES

o KEPR LUBEAKE S0

RO MHikES

iTE: RO BEE5HEAM?
e

« B58ER

. BAGAGIR

- EANKMEE

o BEEMIRERR

MLRO HiXES

imRE: WNAIRBUHE ERTRE3E R
AR
« f$/ Chainalysis KF&IESD
s MERFRREGAITEMSRABMT S
o WERTRE TSN cluster
o MERBITARBHEEFER

ll'
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http://www.jrp-hk.com/uploads/soft/20251122/BaFin-300-Q&A.pdf
http://www.jrp-hk.com/uploads/soft/20251122/BaFin-300-Q&A.pdf

CTO mi%kES

i)RA: FhSRUNfAEE?
THIER:
o %% (Multi-Sig)
o RTFERE
o B HSM
o ifiaES (RBAC)
o ERFIBIRERE

FHH | AHAEERESRE—?

H/h:

1. BERM™E, MIBERS

2. £ AML. IT. Safeguarding SEEREE
3. REfEAERGEREESN

4. T ERRR", YARRLEREXH

5. EEERERMMBERTARALHYE

—HIERL:

i=[E MICA-CASP = ERBMERS, BIFBRNERK,

BI\TD | (CHEKMEERRRIHERE
1. XS A— RS SRR R R

MICA TERERAT = RITINE
X FEE 100+ 1
« AML

o Safeguarding
« QOutsourcing

o Xz

o TR

o X5HEM
o HEERIE
o Hit

o {HRLEH
o RTHIE
o IT Z2HE
o BIERAE
o R MIEE

2. RFI #7ARaER (FEEFELRERAAE)

CHRKMEERERARES:

« 300 % RFI 11
o EXREE (SEREIETE)
o FTEERRERIXAHER
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3. FEEY MR HIE LS &M " RO/MLRO
TEEIEATHR A
BaFin FNEIK, MAEFAHAT,
AT
o HLAR
WA
E% AML, TM. IT FE[RA

4. IT REBIATEEIRITRKTF (REZWIME)
oi¥i:a- R

o TAIAEIENE

o iAREHIER (RBAC)
. BERE

o BEIPHLE

o MRME

5. Al ESEE#E (Interview) 18Il
ARBERT IR

o EEMH
« RO mi%

« MLRO Mm%
« CTO mi#%

EEMEIMIRE, RINEEIE

8 19 B | {Z#KMEE MiCA-CASP HiE AR TTiEERIN”

X CEKE (FR) BRABMNE, Hih BLk (BE) WSEBRETLHE

FEFRER, MEXLMERMNELES,
CRKMEERU RAL. REETL. RER'NANERER:
EfEERiIS CASP, (RAEREHEMTA. MiZBRMHA. EHETERESHINE,

FEARETHNIEERE (CEEEE. BEthf), 7M. SEM. F=. ZVEL) VENHFEG. BEDBND. MR B
IR SRR ZY, BREEEPR" WL, TRk RERHN—F,
BFIRRIRSER R BTREZIN

¥ 19E(/T
1. LiF—: EEREMRZXHEITRIL"HER
2. THEZ XHHAMEMERRITR RE
3. L= EEKERXUAFRBRIEAR, MEMMEEE-ED
4. 5iEM: RO / MLRO AERE 50% R
5 3iER: BXERZ2IME, TEZEARXRE
6. ILIEN: FELE BB SRS EEE L
7. LiEE: IT (REALPER) SHIMERSRER
8. LiF/\: EE#M¥ (RFI) F2“RIE"”, mE &Hill”
9. IMiTh: EIXIFPBEIER, 90% HERKEEEmMRE

—
o

. 5iE+: {8E CASP RiF—E BRI HENE"
109 , 121



11. miE+—: SEEfR. EEE, SSHEERME

12, E+ BEHRINERH =M, theBMNEN

13, CARKMEE: BIVEHFEBRIFARSMINE (FUBiEA)
4. xBRE: BEREEX", EREFZKIER, LT

EKifF—: BEFE R HMATRI" RER

= BaFin 2EUHR™RINEENHEZ—
Ui SRR -

XK RFEE—RIE" R AR EFTFHH,
K R EERHIEIRILBEE X SR ERRI X,
X R R[ESFREAEEAEEEN,
EEREANRRER DL

v XEEE RFT (#M4)

v SMCRNE

v SIEXHERE A BREN

v RERIMIZ KA

v SERXBAREBOERE AR
HER,

FEERE BT - IEH, EER:

“Ef - SRIME - REHEE - SRE% - BiMF - BE

It

— mAHLHE",

[BE CASP RURIZLL B2 SRITRIRIE E 7%
BEL, TEEMT,

X

FTIEZ . XA ERSRITR " RE
WSEREAELI. DH HESEREEHIEE, BRI
"MiCA RE—HIN, X REEITEI,”

AMEENRITIRELL EtERES,
e 1N
o AML BERHINELE 40+ 15IR
o IT REBRNNEZS DORA EMER
o NBEEXANESE KEITGEER + RITETA
« Safeguarding X fRITRAZIRENE
. HEEEERE EERMMERSINE
EEERNEEE = Ht1ERM 1.5-2 &
{CHKEEERARHIREE CASP XHHE, BEEBT:

80-120 33Xf¥ (RIZEINFFM BaFin I8&ER)

7 R RIG R

LES: BENERXOTREA, ML
% Web3 HIFALLA MICA BEFTEEE:

o &K

- BERS

o HELFERE

o R

XLHEEE, {8 BaFin RXOHE:
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“ETEREEAR? SERERERE? MENEERMAFfAR? 7

BRIEREN > BABEN
XAIEEME,
BaFin #¥5!5% 7%

- EERAENMNAREERER

+ RO BHRAEEASAXML”

» MLRO BHEEERAT IESHRE AML

- EEAEAR. Bz, ER. REHEE
- ERREERNIMBHEER

EURRFRRERETEKBEN, MARRREN.

LiEM: RO / MLRO AERE 50% REM

XERERREENSELZ —
EEEEX RO / MLRO FYESK:

o MAEEE/EU SRVBELRR
/ﬁ‘““IEI RERR (FRI1ER)
2558, MARER
E AML + IT + K&
ﬁ‘éﬁﬁ?ﬁﬁﬂ*ﬁ‘tﬂﬁﬂﬁﬁﬂ
o MMEESMEY (EIEHKIE)

&
R
=

ﬂv

bi'

WEARMT:

¥ RO BHER"

¥ MLRO EmMZELZL
XK ERTEEZE-R
XK TiEHE L AML

XK TNERER

X EREHIT
KRB AR

RO/MLRO HiERILZERSEEE,
FHATEHRMEESITE (Fit & Proper) + Ei%illl4R.

TiEH: ABTFEMME, EEAEAEXRRE
1R4E MiCA:

o BEAE 5-15 AT

o BEELMFNITE R 20-50 HEITT
« REFHE 25455

o« REIEAHIX 40-60 HERTT

$AT BaFin &xFM2:
1-2 FHEERE BT EN?
BiE:

3

R

op
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. i
. v
. R
. iR
. T
. BEEE

WEHBARELREEERES, E:
X TERER% 3-6 MA

XK MSTUMAIEL

XK NpafEErE

EXEFLWNITRT .

TGN FRELOEBBIMEAERE

EEFEREVEL, WA EEBER,
EEmERRRER:

EEAMAR

o EEZAMSLE

. EEAMES

o EEZH AML BHE

o BESHIZEREA

o EEAMIT HRA GMEIRFEUMZN)

EERRBEREE " LFUEE"HER.
WNRARIAE:

X BAREILHEPALEEEE

X FAEBHIPAS S 4 AML
XK EEARLIHREE

K FEERG—NTHRIRE"

MEERYEENMAIELS,

EEEE "

TiEt: IT E2RIFPHEMFRSIIEIR (HG2+MF 30%)

EERERIE IT e, €iE:

- TAIAEE

. 2%

o HSM Z21RIR
o 5T RBAC

o BENE

o AAEERIT

o RENH

. BEEMD

o XBRYREE
» MR

o API BE

o §E LIS

ER—IEB AT BERR A A Mo
CRKEEELR:

ZE IT XHHEDE 20-30 1}, BFGEERIR,
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5iE/\: RFI (#M%) A2 AZE",

W LERIEAE—RBIEEE CASP #ITEl, F7 RFI REEE

o FETICXRMARE

o FES|H AML JEH
 FEEHIERE

. FEEBRSE

o FEMEREH

- FEAEELEESEE

i

i

i

LT ARESLRSG:

nlRh: SRR EAEMENRE AMLD6 8 47 £5 KRITIS 2R &FHRITEA XY

XA EREENNE,

kigh: mikFY
5 A\TEEREIITE:
. “ERBRERENLAE SRR,

» “FERARABMNNLREINE#HITED MR "

o “MEWEHIREETEE (Mixer) B&E?
o “ERERREE L unEXIBEIE S ANE”

MREZREH:
X EREENREIELEE
R FUEBIE =4 RFI” (RfERNIE)

{ZAKEREE AR

o EIKIIL

o RO B ER

o MLRO SLHAIZ
IT EKAEM
HREFIRE

g+ W EE R

BaFin REE:

mE

= 90% BYRM =S

\\Ei ”

=.
B AE -

“MRATLAFE CASP? fREVILSSINFREREL? (RINFAFRIPEEAF? ”

HENECNRE

o ELRT

o HRLEH

o NPEE

« Safeguarding
o AML

o IT

. it

. EREE
(AR R EER
— BRI EBE
— IR B R
— i ERIBE
XREIEREXEBHN—IA,
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LiFt+—: SEEFRSSHRHUR
SN ERET:
. 17

e Roadmap

« EREFR

o Web3 B&

o N5 E

o Staking
XLEER AT BERE BaFin IRIAM:
X SRS X &
XK TAARIESEE (FISG. WpIG)
K I RB IS
EEEERAN Web3 FRIFHESE,
REMNEITLL Web3 IFF"EEE,

IiE+=: EE CASP E£EiR, (BEhERESFN

EEmE:

o FUNERALZFTE

o TRIEMIZIERR

« SRENBEFIERS
o BEINIERS

o FERE#HA 30 BRI
o WIRITRBEPREIF

—aiE:

EHiREEEZEE MiCA-CASP, {RIGTELERAERBNSHIHLL

CAKMEE: BMMABBEFESHRINE?

BTG
—. {&E] MiCA-CASP 100+ XRREER

o AML (5T 40+ 1&3R)
o ITR%E 20+ XfF)
o« RE

« Qutsourcing

« Governance

» Safeguarding

o RHMWEM (BEL + $ET)
o BURTMIEEY

o ERTUIER

o MSFHMIEEY

» RFI EIREE

=, BESBRBSMELT

. WEEE-HM
o MR IARRPETT =
o FREEIREHEEX

114

121



=. RO/MLRO mi#ill4: (RX#E)

o SEARIEHN

o RARBEESE

o AML ZfFUIELR
o IT RERBURELR
- EETHKHS

M. #M% (RFI) {RiEIARE

o BHMELERE 20-40% HEREHA
o BRZRAME
o BIREIREHZIRAME

B, EEAHZHER

. EEFAHES
REEMEEA
o fEE AML HR

o EE IT R
- BEEFIGE

BNFREERUXMH", TE:

MM — X — B — i — Bt - il
—ib 3R S

TERE

=[E MiCA-CASP 2

A EERIFRIERE CASP
v BEERRTE

v #MERB

v ERRREN

v WABERRES

v 3 IT |R™H

v 3 AML RE%

{BIEESOLE:
BEEE, METFRERARSEINEEEA.
MRIRESIAERE, CHEXMEERAMREHRTE. TUARSEHNRIE R,

%205 | XFTCEKE (FE) ARLF

2£FEk MiCA / CASP / EMI / VASP / VARA / R1THEHR 2R & HIRSBIRER CRENSBR)
FXH (ZHKE (F8) BRAFME, HH BELk (BE) SEBRMEELIHR,
KEFALIBENRERD, BRETEEN:

o CHEXKHHNABESR

o REKIRE/ EARSSEES

o TR

o 1£ MICA / CASP / 24t &/t / IRIT W SHRIRMEZR
o AtARNETIHAEEENS

o FAIBIZOEIRA

o FATBEABAIRHMPL TIRIEARSS
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o MAE—PS5EENEEKR

B—1 | AF)EN: ZRXE (F8) ARAE

ZHKE (B8 BRADR—HKAHESKESMEE. EfFMEREREEAMFREENZ LM,
H7E:

o &H. RFEEZOEREA

o FRERMAKIETHIZE KASERIE

o 5 M. EE. PR, FNRFBRLENGEING. SRNBIE. SREM. FEIHE. BERSMHNEREEEME
BAEET:

o IRITUHER (BRIRIT/EBEIRIT)

o SENMITAY (EMI. PI. MSB. MTL. CASP. VASP)

o IEFHHEIR (T8 SFC 1/4/7/9/10/11 %)

o Z{IHEER (FEE FCA. EREE EMI/PL. FrN#E MPI/MAS )

o EIMEFER (MICA. VARA. &# SFC VASP)

o RIENAERMER

o BERXFE + SRZMHEML

o NeBIRAREE

o AML/KYC AR L

o IERBSEERNIS

TR E+ZEFE, RIE2IRDEIED:

1,800+ dkEF. 320+ EREINIG
TERE R EMRRIEREMEREE,

BT | RIKAHIRSEE (HREIXER)
BNBLSEE:

—. EXill (EU & EEA)

 {E[E BaFin

« S Efth MFSA

o 1IPE%E BoL

o JH= KNF

o BRI FIU

o T&= DNB

o EIR= CBI

o It FINMA (JERXER, EREHE)

FERS LR

v MiCA CASP

v EMI/PI {31443

v RITHEER

v #&&E AT (IFR/IFR-perm)
v ERZFE | {E

v RIEDRE

v BENE

v EREERIE

=. &2 & hERH
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v MSO £3%iRSS

v SFC i MRt & B2 2S8R (1/2/3/4/5/6/7/9/10/11/12/13)
v HKMA SVF (fiEEZ{dTH)

v BEMAITHEE (2025)

v BENEERZEES (VATP)

v KEDRNELRMY

v BEABS & ATIEN

=. FEIE (FRb0s / SREIE / EPRE / TREl / )

v MAS Z{Jh&ER (MPI / SPI)
v SRV ENER

v ENEERIEE CRESSIER)
‘/ ij—_\EIJEJIII-.—émn*IJ

v SRR EMARS

. P& (UAE fB%ES)

v DIFC / DFSA £ Rik%EE
v ADGM FSRA £gi#1H

v VARA EIAEF= IR

v XBF. e, KLRS
v IV [ FEEIR SR

A, M & BFEEERE

v HEZ (RER) FTER
v RERSRAEEER

v EER (FSA)

v EEXRHr (FSC)

v {8F1% (IFSC)

v EXGHE EZRER

v BiRE | FEHS

v BVI

=T | (CERKEEXRELZOED (1TikdE%)
BEN—: 2ERERIRIERIE (2HERZM)

MAITTIED I — SRl — HEEE - XHHIF - BiRES - RitEE
FANRMHEHZ:
“M 0 EISE” MBEBRAR, MAREEXMH.

BENZ: SHERER (WEEEE)

NN EENADINTTRI X B4E:

o AML F#f (40+ 1E1R)
o XHWNHE (5L + 5T)
° A'Fﬁ:igﬂ:ﬁn
o IT RHEL
« HR &HIFR
» Outsourcing SN EIE
« Safeguarding B EFREH1H
+ DORA EER2M&R
o GDPR [@FARIFIEFR
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W EHE4:1% (BCP)

HNNZANAZRRR, !

JHERTEENSGHER,

feh=: %KEH& (Regulator Communication)

AT B

EIRZIEE#ME (RFI)

EIRE 2R

EIZEEHZE (On-site Inspection)
EINSERA (Inquiry)
5EENMHTENDE (PESER)

BENM: ERMSPR ERERRYEMREEEN

ANE:

{%E BaFin ({RSHE)
FIEXES VARA ()
IIF9%E BoL (E3fE)
OEfth MFSA (FhiEE)

BIRIHE BN PRSI

BENA: EENTANSHIRASSERHTRE

BAEKHRRE:

ERERERTE &
BMEREE

HEAERR

EX5H S

BEAMFZIEGIE

EREEIRT (BT, XM, mE)

SREELWIGT (F8 - KB - $F)
Z R IR AR K

BRI S EHAEN RS LITE

MiCA. DORA. AMLD6. PSD2 i AARI%

WIUTS | (KRR MRS

T RGBS RER CASP FRIE NRMA 2 HERARSS |

ARSS 1 | HRIRATITE & Si9igit (B#)

Wb SHERIPPAY

FRBRILERE S

MICA ARSS5 351347

BEEREDZE (CASP + WpIG + KWG)
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RPEATER S
EEISEARIER
AEERNE

ARSS 2 | EEEERIESCMF (80-120 fi3) HIfE

a5

AML (40+ 32f4)

RIEEE (20+)

IT & ME%TL (20-30 XH)
Outsourcing

Governance

Safeguarding

RBHEM (TM + 5 £ AML)
RERE T

LRLRLEN

EExRlE

XU I FE P

BIERE + R4EME

XEEERKINED, HIIEAMREEHIF

BRSS 3 | lHE#MF (RFI) B3 (RxHE)

#MEFIEE 90-180 &, Hfilfak:

=P
=y ACIES

M ERBEIRTT
TS AME
BEZEES
R HE

R SRt

XEEERIRNEXN", CREKMEERNFE,

IRSS 4 | lKE@i% (Interview) illk5PFEF

gt

BEEEKIIZ

RO B3GR

MLRO SRl
CTO/ R4 mikilIgk
HREMIRE
HERRE (60-120 &%)

IRSS 5 | EEAsh 3R

MER

Zsith RO / MLRO
ARG
P ANERH
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o ASHURITHR
o ISHUARSSEFIRATIE

IRSS 6 | RMERIFEAR (i)

. FEEMIRE

o AML RAEHIT

o XIEEE

o RSUEN

o ST EASZIF
o ERERIT

o BTN

o WERSNE
EERKHNE, HFESHLRITERE,

BAT | A AEFIEKRE?

1. R{EE BaFin HEZ1E
BI1%E:

o FREMERE
o HEIRERAIE
. BEZE

o XHERITHE
o MPeXES

2. XTEFEIER, MR RERETRRZMD"
F—"XH. 5—KREKR. 8 Ri2EE" &,

3. REEMEE, miFEe

FMNFEHNHERL BE. B2, HRYKE:

v SEERAMY
v KFRE
v KFREE
v SERRIRH

4. BERE - @ik - SNER, 2REIH
TR, MRMBIRERSME

5. MAMIBIRGHIRITEED
A hBhAERE

- BESAH

- BEASEETA

- BBREZHTER

. WM EREE

. TAAEIE (B4 HSM)
. ERRRRELN
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F20EE4

ZAXBEARIKGSENERMESMIRSNE, BHTF:

o bR ERGH. M. R, FEMRESHARLS

ILERNMAETBEERR

o MEEET EKEEERRERIE

o BUKHASHIXNK

o FEMICA (XH) X—eKREBMIBEENATR, AEITRTE, SN EEARSISEREN

NN RIRICARSS, 2!
HIFEREE. ERSH. BREAR. BEReLaTReE.

BERAIN

o« EM: www.jrp-hk.com
o & 852-92984213 (WhatsApp [FS)
« FYI: 15920002080 (H{=ES)

hateht (R

« BEETFHEFE 253-261 5 MKkESEKE 18 #
o RYIEH SHttLho 1 S 11 #
o BEEWIKRZ 17 86 t£

W EBRRSERR:

{Z#XME (F#8) BRAR - ELk kB2
FHl: 15920002080 GFil / HERES)

FEiE: 852-92984213 (Hong Kong / WhatsApp)

=R

X CBAR (B8) SRARMNE, i Bk USSBRRE MR, E—RESER, TREATROLE. SitRese
W

Aff5H, BEERRKBITEURE AR EERNMSRSER (BaFin) BREH XN,
(AR R A T B ST R,

SRt @IE MICA-CASP HE / lily. SHIEHSELMR KIE—H—118), KBS ERASRBRICEXE, UREMOLSEEER
HEBERS A, B, AHEE.
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